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Abstract: Wireless Sensor Network is a highly distributed network of small and lightweight sensing nodes which are deployed in a large number at multiple locations. These networks are helpful in monitoring the system or environment. These sensor nodes performs sensing, processing and then communicating. Now a day’s these networks are applied in various fields like military, defence, forest fire, medical, crisis management etc. In this paper it has been discussed about sensor network architecture and major factors affecting the wireless sensor networks. Routing is a major challenge faced by wireless sensor networks due to the dynamic nature of WSNs. Since energy efficient routing protocols are of major concern in the field of wireless sensor network. Therefore in further sections of this paper it has presented a brief review of different energy efficient routing protocols proposed for wireless sensor networks.
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1. INTRODUCTION

A wireless sensor network is a cooperative network which consists of an organized collection of nodes. The nodes communicate wirelessly and can self-organize themselves after being deployed in an ad hoc fashion. Systems of multiple 1000s of nodes are anticipated. Such systems can revolutionize our life & works. Recently, wireless sensor networks are being deployed very rapidly. It is not unreasonable to expect that in coming future the world will be covered with wireless sensor networks with Internet accessibility. This can be considered as the Internet transforming into a physical network. This new technology is overexciting with unexpected potential for number of new application areas including environmental, medical, military, transportation, entertainment, crisis management, defense, and many more. However wireless sensor network is a resource constraint if we talk about energy, power computation, memory and limited communication capabilities. All sensing nodes in the wireless sensor network interact with each other directly or by intermediate sensor nodes. A sensor node that produces data based on its sensing observations and transmit sensed data packet to the base station (sink). This process basically involves direct transmission because the base station may locate very far away from the location of sensor nodes. More energy is required to transmit data over long distances so that a robust technique is to have fewer nodes send data to the base station. These nodes called head nodes and perform data aggregation in wireless sensor network. A Careful management of resources is needed to increase the lifetime of the wireless sensor network. Routing is main challenge faced by wireless sensor network. Due to dynamic nature of WSNs; routing is complex. Quality of routing protocols depends upon the amount of data (actual data signal) successfully received by Base station from sensors nodes deployed in the network region.

The organization of the paper is as follows: section 2 discusses different types of sensor network architecture; section 3 discusses about different factors affecting the wireless sensor networks; section 4 contains a brief review of different energy efficient routing protocols proposed for wireless sensor networks; section 5 concludes the paper.

2. NETWORK ARCHITECTURE

Sensor network architecture can be either of following:
1. Layered Architecture
2. Clustered Architecture

Layered Architecture
In this architecture there is a single powerful base station. And there is layer of sensor nodes around base station. For any layer N, all nodes are N-hop away from base station.
In this architecture sensor nodes are organized into clusters. Each cluster is addressed by a cluster head. Only cluster head sends messages to the base station.

3. FACTORS AFFECTING WSNs

1. Network Characteristics
Network formed by the tiny sensor nodes can be homogenous or heterogeneous. Homogenous WSNs is composed of same level of devices & comprising the same hardware capabilities using the same policy. The functionality of a homogenous network serves the purpose of gathering the sensed data and sending it to a central location which is beneficial for real time & environment application. Whereas heterogeneous WSNs use various ranges of different devices which are able t cooperate in order to achieve a global goal by combining the individual capabilities of the nodes.
2. Energy Consumption
Energy is an important attribute of WSNs because each sensor node has a limited amount of battery lifetime. Moreover energy is consumed in the following things:

i. Each sensor node consumes energy for sensing, communicating, and cluster formation.
ii. Each Cluster Head spends energy in different domains for receiving, aggregating, and transmitting the signals.
iii. Energy is also invested in the process to listen the channel for any incoming packets.

3. Routing
Routing is the main challenge faced by wireless sensor networks because of the dynamic nature of WSNs. Quality of routing protocols depends upon the amount of data i.e. actual data signal successfully received by the base station from sensor nodes deployed in the network region. Routing protocols may be either:

i. Flat Routing protocols
ii. Hierarchical routing protocols
iii. Location based routing protocols.

Routing can be single hop or multi hop. Multi hop routing is used because when data is sent directly between Cluster Head & Base Station then due to increased distance can lead to the path loss exponent due to multipath fading.

4. Scalability
Scalability of routing protocols used in wireless sensor networks (WSNs) is a critical issue due to the extremely high node numbers and relatively high node density. A good routing protocol should be scalable and adaptive to the runtime changes in the network topology. Hence protocols must perform well as the network grows larger or as the workload increases. [13]

5. Fault Tolerance
Fault tolerance is one of the very important among several challenges in these networks. Fault tolerance improves wireless sensor networks (WSN) with reliable collection and dissemination of data with preserving limited resources in sensor nodes, especially power. However data redundancy achieves the goal of fault tolerance in the data-centered network infrastructure of WSNs, it also incurs security concerns by making data available in several locations. More attention needs to be paid when WSNs are deployed in hostile environments where sensor nodes are easy to be captured for deleterious use by an adversary. In this context, cryptographic keys are of low efficiency for protecting data not involved in communication [14].

6. Reliability
Reliable transmission of data is one of the major characteristics of most of the existing transport protocols in traditional networks or WSNs. Reliability evaluation of wireless sensor networks (WSN) is a critical step in WSN design. Reliability is defined as the amount of packets received by the sink to the total number of packets generated by the end nodes [9].

7. Timeliness
Timeliness refers to obtaining the collected data from the WSN in a timely manner such that control actions can be taken depending on the status of the system [9]. Wide spread use of wireless sensor networks (WSNs) in sensitive applications shows the importance of Quality of Service (QoS) in these networks. Timeliness is also one of the QoS parameters which have big importance in real time applications such as earthquake detection. Multiple routing protocols have been proposed for WSNs which provide QoS support in this domain. Most of these protocols use one-hop neighborhood information to perform routing decisions. Timeliness may be improved by using multi-hop neighborhood nodes information which may add extra control overhead and decreases network lifetime. In other words, the choice of two-hop neighborhood information is a tradeoff between timeliness and control overhead [15].

8. Mobility
Among the many ways of improving the performance of a wireless sensor network (WSN) in terms of crucial metrics such as its lifetime and data latency, exploiting the mobility of some of the network components has been recently observed to be among the most promising. For example we can reduce communication cost by sink mobility. Sink moves randomly by changing its position after every round. This uniformly energy consumption and increases network lifetime [3].

9. Data Aggregation
A fundamental challenge in the design of wireless sensor networks (WSNs) is to maximize their lifetimes. Data Aggregation has emerged as a promising approach in WSNs in order to reduce the number of transmissions of sensor
nodes, and hence decreasing the overall energy consumption in the network. Data aggregation is affected by many factors, such as the placement of aggregation nodes, the aggregation function, and the density of sensor nodes in the network. The determination of an optimal selection of aggregation nodes is thus extremely important [16].

10. Delay
Wireless sensor networks prove useful in many delay-sensitive applications, e.g., emergency response and plant automation. In such networks, delay measurement is of key importance for a number of reasons, e.g., real-time control and abnormal delay detection. There are mainly four factors that affect the end-to-end delay in WSNs [8]:

i. Transmission delay. It is limited by the link bandwidth

ii. Competition of the radio channel. Especially under a contention based MAC, a packet has to compete for the access of the channel and wait for transmission until the channel is idle.

iii. Queuing delay. A large queue will seriously delay packets;

iv. Path length. Generally, the more hops a packet travels, the large propagation delay it will suffer.

4. ENERGY EFFICIENT ROUTING PROTOCOLS IN WSNs

Network topology and routing algorithm have a great impact on the performance of WSNs. Recent researches carried out in the field of cluster-based routing algorithms, have investigated the algorithms from different perspectives.

Among the previously proposed algorithms, the LEACH algorithm [18] has significantly increased the WSN lifetime in comparison with previous non-clustered routing algorithms. It uses the CH nodes as routers to the BS and all data processing e.g., data fusion and aggregation are done locally to the clusters. In each round of LEACH algorithm, the initialization and stabilization phases are performed. During the initialization phase, CH nodes are selected among sensor nodes; after that, other nodes are joined to their nearest CH node in terms of distance and thereby clusters are formed. In the process of CH nodes selection, each sensor node will generate a random number between 0 and 1. If the random number generated is less than the T(n) threshold, where T(n)=p / ( 1 - p * ( r mod 1 / p ) ) , then the node is selected as CH node. In this equation, p is the probability of selecting nodes as a CH node in the sensor populations; r is the current round number; and (r mod (1/p)) is on behalf of the number of nodes which was elected as CH node in the round r. The sensor nodes within each cluster transmit the received data from the environment to their CH node in the slot assigned to them by CH node. In the stability phase, the CH nodes transmit gathered information to the BS. Because of the hierarchical nature of the LEACH algorithm, the operation of the route selection is simple and the routing of data, does not require much information. Furthermore, according to the random mechanism of CH node selection, the opportunities of all sensor nodes to be CH node are equal. However, the LEACH algorithm also has some disadvantages; such as the energy of CH nodes which are away from the BS has been quickly evacuated. Therefore, the development of network under the LEACH algorithm is not feasible. The other is the LEACH algorithm has not consider the sensor node position factor, so it does not makes the appropriate CH nodes distribution. Energy factor in the LEACH algorithm are not considered in the CH nodes selection. Therefore, the probability of selecting sensor nodes with different energy levels is equal.

Lots many works have been done by the authors to optimize or avoid the various issues associated with LEACH. Brief introduction to some are as follows [6]:

LEACH-E (Energy Low Energy Adaptive Clustering Hierarchy) involves a cluster head selection algorithm which has non-uniform starting energy level among the sensors having global information about the other sensors. In order to minimize the total energy consumption .the required number of cluster heads has to scale as the square root of the total number of sensor nodes and this can be determined by Leach-E. By considering the residual energy of the sensor node as the main factor, it decides whether the sensor nodes can be turned into the cluster head or not in the next-round.

LEACH-B (Balanced Low Energy Adaptive Clustering Hierarchy) uses the decentralized algorithms of cluster formation where each sensor node only knows about its own position and the final receiver and does not know about the position of all the sensor nodes. Leach-B involves the following techniques Cluster head selection algorithm, Cluster formation and data transmission with multiple accesses. By evaluating the energy dissipated in the path between final receiver and itself, each of the sensor nodes chooses its cluster head. Efficiency of Leach-B is better than Leach.

In LEACH-A (Advanced Low Energy Adaptive Clustering Hierarchy) method, the head node consumes more energy than others. Hence the energy saving and reliable data transfer is improved LEACH-A. In this, the data is processed using mobile agent technique based on Leach. Advanced Leach, a heterogeneous energy protocol is proposed for the purpose of decreasing the node’s failure probability and for prolonging the time interval before the death of the first node which can be referred to as stability period.
LEACH-M (Mobile - Low Energy Adaptive Clustering Hierarchy) is proposed to mitigate the mobility issue present in LEACH. It involves the mobility of non-cluster head nodes and cluster head during the setup and steady state phase. The nodes in Leach-M are assumed to be homogeneous and have their location information through GPS. The cluster head can be selected based on the minimum mobility and lowest attenuation mode. The selected cluster heads then broadcast their status to all nodes in transmission range.

In LEACH-S (SOLAR AWARE CENTRALIZED LEACH), the base station selects the cluster head with the help of improved central control algorithm. Base station selects solar powered nodes having maximum residual energy. In Leach-S, the solar status is transmitted by the nodes to the base station along with the energy and the nodes with higher energy are selected as the cluster head. When the number of solar-aware nodes is increased, the performance of sensor network is also increased. The sun duration increases the lifetime of the sensor network. The cluster head handover takes place if the sun duration is smaller.

In LEACH-S (SOLAR AWARE DISTRIBUTED LEACH), the solar driven nodes are given choosing the preference of cluster head probability of solar driven nodes which is higher than the battery driven nodes. All the descendants of LEACH routing protocols share some common traits. Still there is a need of modification in existing LEACH protocols in order to use the slots corresponding to nodes that do not have data to send a scheduled slot.

V LEACH (VICE LEACH) protocol is similar to LEACH protocol. According to LEACH protocol CH is the node which is responsible for sending and receiving of data to base station. Therefore energy dissipation is most in CH rather than the member nodes. [22][23] This could lead to death of a CH and network to stop working. To prevent this V LEACH protocol consists of a vice CH along with a CH. In such case when the CH node dies, vice CH node will take over the role of CH so the network performance is not affected.

TL LEACH (TWO LEVEL LEACH) - This is two level leach protocol used to reduce the energy dissipation by cluster head situated far away from base station. As we know transmission requires energy and if it is far away it will require more energy and CH will die soon. So in this protocol the processed data is transmitted to other CH which is located in between the path of CH and Base station. Thus it reduces the burden of transmitting data through single CH. It works as a relay station and helps in reducing energy consumption of CH. [23].

MULTI HOP LEACH is similar to LEACH protocol but communication path from cluster head to base station is converted from single hop to multi hop.[21] Data is transmitted to base station through various cluster head. It transfers data from one cluster head to corresponding cluster head which is nearest to base station. It selects optimal path with lesser number of hop count between first cluster head and base station. In this type of LEACH protocol energy is efficiently used by network because far away cluster head require low energy for sending data than nearer cluster head. This reduces the energy dissipation of single CH if it is situated far away from base station. Thus it increases the life span of network.
I-LEACH (Improved Low Energy Adaptive Clustering Hierarchy) [7] considers sensor nodes current energy, sensor nodes position, and the number of neighbours of sensor nodes in the selection of CH nodes. By selection of sensor nodes that have more remaining energy, and also have the relatively little distance for being CH node, as well as by taking into account the distance of CH nodes from the BS factor in the cluster formation phase.

Op-LEACH (Optimized Low Energy Adaptive Clustering Hierarchy) [6] utilizes the slots belonging to the node having no data to send. This method turns free slots into useful slots without making any changes in the TDMA schedule. This will reduce the waiting time for sensor nodes because now sensor nodes can get more than one slot per frame. It will reduce the data transmission delay and increase throughput of the network.

PEGASIS algorithm [19], an approximate optimal algorithm based on chain structure of sensor nodes that improved LEACH algorithm; in this algorithm the operations of chain implement and chain control can be done by both the BS and the sensor nodes. Sensor nodes on the chain are merely connected with their close neighbors and receive from and transfer to them and sensor nodes take turns transmitting to the BS; thus the average of spent energy by each node per round has reduced. But under the PEGASIS algorithm, all nodes need to have a general knowledge of the network to form chains and greedy algorithms are used. This problem increases PEGASIS algorithm spent cost and makes it difficult to implement of it.

HEED algorithm [17], expands LEACH algorithm scheme by applying a combination of factors like remaining energy and number of neighbors. In HEED algorithm, unlike LEACH, CH nodes are well distributed in the network. But, this algorithm does not consider any assumptions about the sensor node capabilities, such as geographical position. LEACH-C algorithm, forms better clusters via the dispersing of CH nodes within the network. Besides, during the initialization phase of LEACH-C algorithm, each sensor node sends information about its current position and residual energy level to the BS. Therefore the BS manages the clustering process having a more efficient knowledge of the network.

TEEN (Threshold sensitive energy efficient Sensor network protocol).It is one of the hierarchical clustering protocol in which hierarchy of sensor nodes is present. In this protocol data is accumulated from sensor nodes and transmitted from cluster head of first level to cluster head of next level and so on until it reaches to the base station. TEEN executes its function on the basis of a threshold value. It is the best energy efficient protocol as it implies a constraint on when the sensor should transmit the data thus reducing number of transmissions.

APTEEN (Adaptive threshold sensitive energy efficient sensor network protocol).It is an enhancement of TEEN protocol in order to overcome its drawbacks. It uses the same concept of TEEN to reduce energy dissipation. This protocol provides a time critical information as well as constant transmission of sensed data to user. It works on the combination rule from both the LEACH and TEEN protocol. Its efficiency is between the two protocols as it performs the function of both the protocol.

5. CONCLUSION

In this review paper a brief introduction about wireless sensor networks is given. It has also discussed about sensor network architecture. The main concern of this paper was to present a review on major factors affecting the WSNs. Energy is an important concern in wireless sensor networks due to its limited lifetime capabilities so here it has also presented a survey on different energy efficient routing protocols in the field WSNs.

A comparison between major clustering protocol is concluded in the below mention table.

<table>
<thead>
<tr>
<th>Protocol</th>
<th>Scalability</th>
<th>Cluster Stability</th>
<th>Energy Efficiency</th>
<th>Load Balancing</th>
<th>Algorithm Complexity</th>
<th>Delivery Delay</th>
</tr>
</thead>
<tbody>
<tr>
<td>LEACH</td>
<td>Very Low</td>
<td>Moderate</td>
<td>Very Low</td>
<td>Moderate</td>
<td>Low</td>
<td>Very Small</td>
</tr>
<tr>
<td>HEED</td>
<td>Moderate</td>
<td>High</td>
<td>Moderate</td>
<td>Moderate</td>
<td>Moderate</td>
<td>Moderate</td>
</tr>
<tr>
<td>PEGASIS</td>
<td>Very Low</td>
<td>Low</td>
<td>Very High</td>
<td>Moderate</td>
<td>High</td>
<td>Very Large</td>
</tr>
<tr>
<td>TEEN</td>
<td>Low</td>
<td>Very Low</td>
<td>Moderate</td>
<td>Good</td>
<td>High</td>
<td>Small</td>
</tr>
<tr>
<td>APTEEN</td>
<td>Low</td>
<td>Low</td>
<td>Low</td>
<td>Moderate</td>
<td>Very High</td>
<td>Small</td>
</tr>
</tbody>
</table>
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