
IJARCCE 
ISSN (Online) 2278-1021 

ISSN (Print) 2319-5940 

 

International Journal of Advanced Research in Computer and Communication Engineering 
ISO 3297:2007 Certified 

Vol. 7, Issue 6, June 2018 
 

Copyright to IJARCCE                                              DOI  10.17148/IJARCCE.2018.7622                                                              131 
 

A Weighted Control Multipath Transmission 

Model for Wireless Sensor Network 

 
Buta Singh

1
, Kulwinder Singh

2
, Amit Kumar

3
 

    Student, Department of Electronics and Communication, Bhai Maha Singh College of Engineering and Technology, 

Sri Muktsar Sahib, Punjab, India
1
 

Professor, Electronics and Communication, Bhai Maha Singh College of Engineering and Technology,  

Sri Muktsar  Sahib, Punjab, India
2 

Assistance Professor, Electronics and Communication, Bhai Maha Singh College of Engineering and Technology,  

Sri Muktsar Sahib, Punjab, India
3
 

 

Abstract: In Wireless Sensor network communication take place between moving Sensor Nodes in a definite 

environment. Remote Sensor Networks fundamentally comprises of hubs known as sensors. Sensors are gadgets with 

low vitality as they work on battery, having restricted memory and preparing capacity and are intended to survive 

extraordinary natural conditions. These are generally because of their little size. They are additionally highlighted with 

self-arranging and self-mending power. A Wireless sensor arrange is an arrangement of moderate battery-controlled 

gadgets the sensors which are sent to identify occasions which are of a predefined way and sending detected data to the 

BS for considerably more contemplation. They have coordinated figuring, detecting, and remote correspondence 

capacities. It has been watched that WSNs have enormous possibilities for a significant scope of uses like - military 

checking, observing the encompassing, foundation and office finding, and so forth. It is normal that WSNs have 

slightest conceivable aggregate vitality utilization and that they adjust vitality utilization for singular sensor hubs. the 

proposed technique shows better result in life time of cluster head and better transmission  
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I. INTRODUCTION 

 

A Remote Sensor Networks (WSNs) are systems that contain sensors that are circulated in an impromptu form over a 

topographical region, went for detecting some predefined data from the encompassing, preparing them and transmitting 

them to the sink station. The sensors work with each other to catch some physical occasion. The information amassed is 

then changed to get imperative results. Remote sensor frameworks contain conventions and calculations with self-

organizing capacities. WSNs can be generally partitioned into two sorts Unstructured WSN and Structured WSN. 

While Unstructured WSN have an expansive gathering of hubs, place up in a specially appointed manner; Structured 

WSN have few, barely appropriated hubs with pre-arranged organization. The Unstructured WSNs   to keep up, yet it is 

moderately simple to keep up Structured WSNs. [1] 

 

A. Clustering In Wireless Sensor Networks   

Vitality effective task, channel dispute, idleness, and administration are unpredictable and basic issues that must be 

tended to with vast scale WSN organizations. In vast scale sensor systems, faraway hubs need to rely upon expansive 

number of moderate hubs to forward their information or need to utilize high transmission control. Previous approach 

builds the idleness and power utilization of the whole system while later approach expands the potential for crashes and 

altogether builds the power utilization of hubs that are faraway.[2] Numerous arrangements and calculations for 

defeating these issues rely upon decaying the system into number of authoritative substances called. The structure 

forced by grouping makes it to some degree less demanding to deal with the issues presented by the unpredictability of 

extensive scale sensor systems. All in all, the adjacent hubs in a system are gathered into set of bunches, with each 

group oversaw by a Cluster Head (CH). In numerous arrangements, the hubs inside a group discuss just with their CH. 

Correspondence among CHs can be by means of either single or various bounces. The CHs are in charge of planning 

both between group and intra-bunch correspondence. Applications that traverse a vast sensor field, for example, tremor 

observing and applications that help information total, for example, microclimate and natural surroundings checking 

are contender for bunching. Grouping is especially valuable for sensibly isolating numerous applications that perform 

distinctive errands and that are sent in the same physical region [3].A key test in both of these methodologies is the 

choice of the best arrangement of CHs. The CHs can be chosen in light of parameters, for example, hub ID hub degree 

leftover vitality or probabilistically [5]. Least ID bunching Distributed Clustering Algorithm (DCA) and Max-Min d-
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grouping [4] are arrangements that are moderately easy to actualize, yet not specifically appropriate to WSNs in light of 

the fact that they are not vitality mindful. Drain and HEED are two disseminated group development arrangements that 

accomplish longer system lifetime by probabilistically choosing CHs in light of leftover vitality of hubs and 

information total. Drain does not really gauge the lingering vitality of a hub rather accept uniform vitality utilization for 

all the CHs. In light of this presumption, it doesn't ensure great conveyance of CHs. A portion of these issues are tended 

to in [6]. Filter C proposes a unified arrangement that further upgrades the system lifetime. Overhead of restricted 

choice based circulated bunching arrangements, for example, are bring down contrasted with brought together 

arrangements, for example, LEACH-C. Be that as it may, absence of worldwide information constrains the likelihood 

of shaping ideal arrangement of groups (most extreme spatial scope with minimum number of bunches) in dispersed 

arrangements. A crossover conspire that joins nearby and neighbour data can shape better bunches with bring down 

overhead. FLOC and ACE are two such methodologies that shape more uniform and roundabout bunches than the 

probabilistic methodologies. The FLCO (Fast, Local Clustering administration) makes utilization of the double band 

remote radio model. A CH can dependably speak with the hubs that are in its internal band (I-band) and inconsistently 

with the hubs in its external band (o-band). A CH frames a strong circle bunch by associating every one of the hubs that 

are inside its I-band. Hubs that are outside the I-band of any CH later join the nearest CH, in the event that it is inside 

the o-band of that CH. FLOC frames none covering and roughly level with measure bunches. In ACE (Algorithm for 

Cluster Establishment), CHs are chosen utilizing an iterative procedure in light of neighbourhood data. Pro bunches are 

more round and has properties nearer to hexagonal pressing.  

 

II. PREVIOUS WORK 

 

Chen et al. (2014) ". This paper address the significance of area security of both the source and sink and propose four 

plans called forward arbitrary walk (FRW), bidirectional tree (BT), dynamic bidirectional tree (DBT) and crisscross 

bidirectional tree (ZBT) separately to convey messages from source to sink, which can ensure the conclusion to-end 

area protection against nearby spy. [7] 

 

[12] Andhale et al. (2014) Security is a standout amongst the most critical necessities of Wireless Sensor Network‟s 

applications. The primary intention of this paper‟s work is to limit assaults without bringing about any effect on 

exchanging information. To limit assaults, they grow Light Weight Security Protocol for Wireless Sensor Network's 

(WSN). It commonly manages securing correspondence among organize gadgets, and also differentiating intelligent 

and physical assaults at various layers.[8] 

 

[13] Perrig et al. (2002) This paper display a suite of security conventions upgraded for sensor systems: SPINS. Twists 

has two secure building squares: SNEP and _TESLA. SNEP incorporates: information secrecy, two-party information 

confirmation, and proof of information freshness. _TESLA gives confirmed communicate to extremely asset obliged 

situations. They executed these conventions, and demonstrate that they are pragmatic even on insignificant equipment: 

the execution of the convention suite effectively coordinates the information rate of the system. Moreover, they show 

that the suite can be utilized for building larger amount conventions. [7] G. Uma, A. Dinesh, "Successive Based 

Hypothesis Testing in Wireless Sensor Networks" Global Research Analysis, Volume 2, Issue 11, Nov 2013, ISSN No 

2277 – 8160. Two sorts of issues examined in this exploration: Communication overhead and computational load issue. 

It introduces another structure for displaying, investigating, and assessing obscurity in sensor systems. The oddity of 

the proposed structure is twofold: in the first place, it presents the idea of "interim indistinctness" and gives a 

quantitative measure to demonstrate namelessness in remote sensor systems; second, it maps source secrecy to the 

factual issue. They demonstrated that the current methodologies for outlining factually mysterious frameworks present 

connection in genuine interims while counterfeit are uncorrelated. They additionally demonstrates that how mapping 

source namelessness to measurable speculation testing with aggravation parameters prompts changing over the issue of 

uncovering private source data into scanning for a suitable information change that evacuates or limit the impact of the 

irritation data. Thusly, it change the issue of breaking down genuine esteemed example focuses to paired codes, which 

opens the entryway for coding hypothesis to be fused into the investigation of unknown systems. In existing work, unfit 

to distinguish unapproved onlooker in organize activity. In any case, their work for the most part centers to upgrade 

their source secrecy against connection test. The principle objective of source area security is to shroud the presence of 

genuine occasions.[9] 

 

Narendran Prakasam et al. (2014) "In this paper, another estimation calculation named as Mobile Sink Energy 

Algorithm is proposed to approach the versatility control of sensor hubs. As indicated by the ongoing investigation, it 

has been demonstrated that the sink portability along a compelled way, can enhance vitality adequacy in sensor 

systems. The execution of proposed framework likewise has been talked  [10] 
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III. PROPOSED METHODOLOGY 

 

A Wireless sensor arrange is an arrangement of moderate battery-controlled gadgets the sensors which are sent to 

identify occasions which are of a predefined way and sending detected data to the BS for considerably more 

contemplation. They have coordinated figuring, detecting, and remote correspondence capacities. It has been watched 

that WSNs have enormous possibilities for a significant scope of uses like - military checking, observing the 

encompassing, foundation and office finding, and so forth. It is normal that WSNs have slightest conceivable aggregate 

vitality utilization and that they adjust vitality utilization for singular sensor hubs. For Wireless Sensor Networks, the 

most vital outline assignment is to expand the life of system without giving up detecting and other system objectives. 

The whole existence of a remote sensor system might be resolved as the time began from the sensor hub in the system 

expends its vitality, since when one sensor hub goes, the detecting limit of the system starts to corrupt. To help keep up 

most extreme life for a system , a vitality e customer steering calculation must be used to communicate information.  

 

The calculation ought to have the these three essential qualities  

a. minimum utilization of aggregate vitality  

b. balanced utilization of vitality  

c. characteristics in a dispersed way  

 

For vitality customer data accumulation and transmission, remote sensor net-works (WSNs) utilize directing strategies, 

with the end goal that systems are parceled into groups This empowers the system to have a delayed life. Clustering 

approaches that are by and by being utilizes make utilization of 2 strategies: selection of a CH with all the more left 

finished vitality and pivot of CH occasionally so the vitality utilization among hubs is circulated and in this manner the 

lifetime of system is expanded. The work done is the yield of three perceptions. Initially the vitality cost of a hub is 

subject to the separation to which the hub transmits its vitality, since when the separation of transmission is more 

prominent than a factor d0 then the vitality utilization develops by d4, the subtle elements of which is in the Radio 

Energy Dissipation demonstrate. The second perception is that SLA is more vitality customer than SLA, principally in 

light of the fact that past work does not produce consistently disseminated groups in each round and does not think 

about the hubs' vitality and separation from BS.  

 

The third perception is that SLA utilizes dynamic grouping which brings about additional overhead such transmission 

of promotion and accepting join asks for that diminishes the vitality utilization pick up; while this overhead is 

controlled in LEACH-C in which the Cluster Head choice process is kept running at Base Station, which is expected to 

have boundless vitality when contrasted with hubs' vitality. Accordingly any WSN procedure keep running at the BS 

does not create vitality overhead to the system hubs, aside from the insignificant hub data that is conveyed to BS by 

hub. In the proposed method, we take Broadcast messages that contain information about their speed, position, 

acceleration which is known as Weighted Control (WC) factor. The higher the WC factor, the higher the chance for this 

Sensor Node to be elected as a CH. If a Sensor Node has the highest WC factor among all Sensor Nodes within its 

range, it will elect itself as a CH and set the field CHID in its status message to its own ID. If there is another Sensor 

Node, within this Sensor Node’s range, that has the next highest WC factor; it will elect it as a temporary CH by setting 

its field NACH to this temporary Cluster head ID.  

 

This newly elected temporary CH will check first if it has the highest WC among all Sensor Nodes within its range, if 

yes it will elect itself as a CH. If not, it will accept this temporary position and will not participate in electing a new CH 

within its range waiting either to merge with another cluster or to change its state to a main CH. Sensor Node that is not 

a CH within its own range and lies within the range of a temporary CH will join this cluster and will not participate in 

electing another temporary CH. Therefore, the CH will calculate the expected positions of all of its members after time 

based on their advertised speeds, acceleration and position. The CH will select a NACH that has the highest WC factor 

among all Sensor Nodes around the cluster. This NACH   CH ID will be announced as next available cluster head if the 

current one dies or become out of communications. The CH will remain s as a CH if all its members will continue to be 

within its range or has more coverage than its NACH CH for the next time interval. Otherwise, it will hand the 

responsibility to the NACH   by setting its field CHID = NACH   and advertise a status message. Upon receiving this 

message, cluster members will start communicating with the new CH without the need of reelection process. 

 

A. Result Analysis: 

a. Throughput: It is defined as the amount of MAC layer Service Data Unit (MSDU) transmitted per unit of time i.e. 

the amount of bits that can be transmitted in unit second. Throughput is calculated in kilo bits per second (kbps). 

 



IJARCCE 
ISSN (Online) 2278-1021 

ISSN (Print) 2319-5940 

 

International Journal of Advanced Research in Computer and Communication Engineering 
ISO 3297:2007 Certified 

Vol. 7, Issue 6, June 2018 
 

Copyright to IJARCCE                                              DOI  10.17148/IJARCCE.2018.7622                                                              134 
 

 
Fig1  Throughput 

 

b. PDR: Packet Delivery ratio is the ratio of number of data packets successfully delivered to the destination by the 

number of packet transmitted by the source. 

 

 
Fig2 Packet Delivery ratio 

 

 

c. End-to-End delay: Average end-to-end delay is defined as the average time a packet takes to reach destination node 

from the sending node. The packet size is 512 KB.  

 

 
Fig3 End to End Delay 
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d. Comparative Analysis  

The figure below shows the cluster head lifetime of proposed algorithm previous algorithm with the different 

transmission range. When transmission range increases, more nodes can here each other. So the increasing number of 

neighbor node improves the cluster head lifetime. 

 
Fig4 Comparative Analysis Cluster Head Life Time 

 

IV. CONCLUSION 

 

The performance of previous and proposed techniques show that performance on the basis of packet delivery factor, 

delay and energy. By comparing this technique on the basis of various types of performance metrics, factors and 

parameters then we have’ reached to a conclusion that proposed techniques is better than previous technique with 

Networks can convey a system where a conventional system foundation condition can't in any way, shape or form be 

sent. With the significance of WSN similar to its huge potential it has still numerous difficulties left keeping in mind 

the end goal to overcome. Security of WSN is one of the imperative highlights .our Proposed technique shows better 

life time of cluster head life time as compared to previous technique 
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