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Abstract: The whole world is reeling under the COVID-19 pandemic that has occurred for once in the last century. 

Every country including India has been fighting with this pandemic. The most effective weapon in this fight against 

COVID-19 is its vaccine. We need to strengthen our vaccination system with the help of technology in order to 

tactically face and reduce the mortality of this pandemic. So, we are presenting a vaccine distribution management 

system application which is, both, Android and iOS supported. In addition to this our application also asserts for door-

to-door delivery of vaccines which increases the standard of immunization in various aspects. Our application vouches 

for “Centralized distribution and decentralized execution which is bottom-up policy of vaccine distribution. As a result 

of this policy, we are strengthening the reach of vaccine to those who want to travel and can get different dosages of 

vaccine in different part India. By enabling technology, we are also plugging the loopholes, present in our current 

vaccination system. Finally, our application also provides communication channel between the vaccinator and the 

beneficiary combat myths and misconceptions. 
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I. INTRODUCTION 

 

We are introducing a mobile application named “COVID-19 Vaccine Distribution Management System (VDMS)” that 

aims to increase the standard of immunization programs, implements priority-based immunization and helps to prevent 

drop-out in immunization. It also ensures that belief in the vaccine increases by providing communication between 

health workers and vaccine beneficiaries. Thereby, making the whole process of immunization which includes raising 

awareness, inoculation and tracking of day-to-day vaccine doses inoculated easier. Altogether, it implements grass root 

level of vaccine distribution chain. 

 

II. METHODOLOGY 

 

The project is using Flutter SDK as the primary development tool which encourages rapid development and realistic 

design. Firebase Firestore is used as database in the back-end. Firebase CM is used as solution for messaging and 

sending notifications for Android and iOS. Firebase Authentication is used for securely signing in with mobile number 

using OTP. 

Modules in our application are as follows: 

• Authority module:  

Higher authorities can oversee the vaccination programme by keeping track of various data points such as  

number of people getting first dosage or both the dosage, total number of vaccinated persons etc. 

• Worker module:  

Health worker can search, sort and  filter users based on different attributes. Workers can get to know the  

exact location using Google Maps feature. 

 

• Registration and verification module: 

 Users can register themselves using Aadhar number and is verified using the same. 

• Chat module:  

It provides end to end communication between health workers and person who are vaccinated.  

• Status module:  

Displays current status like number of doses completed, next date for the jab. 
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III. MODELLING AND ANALYSIS 

 

The application aims to provide a common application for all the stakeholders with different set of commands available 

to each of them. At the beginning, everyone needs to register to this app and fill their personal details. The data would 

then be verified against various databases. UIDAI database would contain AADHAR information about every person in 

the country. COVID-19 database would be containing the information about COVID-19 affected people. Government 

departmental database would be used to verify the occupation of the person and will eliminate the problem of 

impersonation. Thereafter, applicant will be asked to pinpoint their home location on Google Map. After verification, 

the users will get to see their personalized view of the application with the set of operations that they can do. After 

opening of dashboard, the application then provides different options based upon different classification of user. 

Vaccinators would get option of filtering, sorting and searching users using various parameters. After tapping for the 

particular user, the application then would provide an option to start vaccination process. As soon the vaccination is 

started by the vaccinator, a message would then be sent to the particular beneficiary, intimating them about the 

vaccination process along with an OTP for final verification. Vaccinators also have an option to see the address on 

Google Maps. This will help them to reach the destination without any hassle. Vaccination would be completed by the 

worker after providing the OTP and verification image of the particular user. Higher authority would also be kept 

updated with the latest vaccination statistics. 

 

 
Fig. 1. Architecture of the application 

 

 

IV.  RESULTS 

 

Final application resulted as a real time vaccine distribution management system provides various activities aiding in 

from registering of users to the completion of vaccination. Each activity can be better understood as a single page in the 

app. Firebase is employed as Backend-as-a-Service (Baas) for this application. Services such as database, 

authentication, file storage are handled by Firebase. Firebase being on cloud, provides huge number of benefits over in-

premise databases. 

 

Application was both automatically and manually tested for proper real time functioning. Application was checked for 

its intended behaviour at every stage. With the help of Firebase, consistency and security is provided at every step in 

the application. 
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Fig. 2. Login and Signup pages 

 

 

 

 
Fig.3. Vaccination start and completion pages 
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Fig. 4. Firebase Dashboard 

 

V. CONCLUSION 

 

Our project focuses to tackle some of the key issues related to vaccination in India. By reducing dropout rate and 

vaccine vial wastages, it tries to improve standard of immunization. Thus, we have developed our application for the 

well-being of society and the nation, as a whole, which is grappling with this unforeseen situation. At the end, since, 

there is always room for improvement, in future, we can include tracking of inline refrigerators (ILRs) and movement 

of vaccine vials to incorporate the whole chain of immunization. We can also use machine learning to determine the 

real expiry date which may vary from printed expiry due to storage issues by using colour of vaccine vial monitor 

(VVMs). As a result of this, vaccine vial getting expired soon would be firstly used. Our application can also be 

included in Arogya Setu application to act as e-pass for future use. 
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