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Abstract:  The content of the  material caching strategy   is the way of using mobile community sources successfully. 

From a caching perspective we have a look at Small Cell Base Station Networks (SCBSNs). Firstly, Small Cell Base 

Stations are deploying with low doable backhaul links ,and have excessive functionality storage units. Define a Quality 

of Experience (QoE) metric in order to satisfy a given file request. To maximize the Quality of Experience (QoE) metric 

for beneath  ability of constraints .For  that we formulate the optimization hassle in order. We use an algorithm called “my 

caching” that relies on potential constraints. This algorithm selects the most popular documents until the total storage 

potential is achieved. Here the proposed caching algorithm is compared with Prop Caching for rows. 

 

INTRODUCTION 

 

 Utilization of network resources is one of the most apparent challenges for mobile network operators to be increased. . 

There are four stakeholders  involved. Being directly handled by services hosted on MEC servers, these requests do not 

need to be forwarded through the core infrastructure. 

which add new devices such as Google Glass to the mobile ecosystem. With the increased computational power of these 

devices, novel application scenarios become realistic including augmented reality leading to an even higher bandwidth 

demand. Todays, market forecasts point out an explosion of wireless site visitors. The traffic generated by wired units is 

a good deal lesser than that of the visitors generated by way of wireless devices. Even though, the long term evolution 

(LTE) as brand new superior networks, mobile networks will now not be capable to sustain the demanded rates. In 

common networks, which are referred to as here reactive networks, user requests are relaxed right after they are initiated. 

The caching in SCBSNs can be cheap like the storage devices have become incredibly cheap. we also introduce an 

algorithm known as My Caching. The approach relies on the recognition data of the requested files. all data traffic is 

routed through the core network to a base stations that delivers the content to mobile devices. MEC servers have not been 

deployed in cellular networks; Mobile Edge Computing opens up services to consumers and enterprise customers as well 

as to adjacent industries that can now deliver their mission-critical applications over the mobile network. It enables a new 

value chain, fresh business opportunities and a myriad of new use cases across multiple sectors. 

  

RELATEDWORKS 

 

MEC servers have not been deployed in cellular networks; thus, the MEC concept has been discussed only from a 

theoretical perspective so far. . This paper discusses these features, listing and classifying application types for the 

deployment at the mobile edge., a mobile infrastructure as a service cloud is defined, using both cloud technology and 

cloudlets. 

In contrast to cloudlets, MEC servers are widely deployed and available to all mobile users, not just to some specific 

ones. 

 

A FIRST MOBILE EDGE COMPUTING PLATFORM 

 

Consider a SCBSNs scenario where a central scheduler (CS) and M SCs are in charge of serving N user terminals (UTs) 

as depicted in Figure 1. In this setting, the CS is coordinating and providing broadband access to SCs over cheap backhaul 

links with given capacities a =[a1, ..., aM] ∈ {0, Z+}. On the other hand, SCs have high storage units with the storage 

capacities s = [s1, 

..., sM] ∈ {0, Z+}, thus, they can cache  information coming from the CS and serve their UTs over wireless links 

with the rate of: 
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R= =  ϵ MxN (1) 

where Ri,jrepresents the rate from i-th SC to j-th UT, in bits per timeslot. 

Now, suppose that over a given time window T, users want to perform requests with the 

rates s∈pe{cified} by q = [q1, ..., qN]ϵ {0, Z+ }. In other words, the j-th user wants to perform qj 

number of requests during the time window T. 

Let us say for instance that users want to download files from internet. Thus, the CS keeps track of F different files 

indexed as   f   =  [f1, ..., fF].  Each   file  fiis  atomic  and  has  a  length specified by li. We denote l = [l1, ..., lF] ∈ Z+. 

In a reactive scenario, requests would be satisfied by the CS just after they are initiated by the user. In a proactive 

scenario, the CS tracks, learns and then predicts the user requests before the actual request arrival. This helps to decide 

which files in peak time where the load of the backhaul is very high. Thus it would avoid large delay in file delivery. Let 

us assume discrete popularity distributions of files of UTs: 

 

 

= = ϵ NxF (2) 

 

 

C= = ϵ MxN (3) 

 

where cm,n = 1{wm,n> 0}. Then, we can derive popularity distributions at the SCs, called P, by multiplying  with the user 

request rates q, the connectivity matrix C, and a normalization factor. The equation is given in (4), where p i,j represents 

the popularity of the j-th file seen by the i-th SC. If the matrix P can be obtained by CS at t = 0, proactive caching strategies 

can be employed. In practice, this matrix can be computed at the CS by counting the number of times the files are 

requested. This would give the information about the file popularity of the future requests as the user behavior is 

correlated. Assuming that the matrix P is perfectly given in our scenario, the following step is to decide how to distribute 

these files among SCs. This is detailed in the next section. 

Finally, we assume that the content popularity follows a uniform distribution where each content is equally popular. As 

a result, each SBS randomly selects and caches contents from the library. The growth of mobile traffic and pressure on 

costs are driving a need to implement several changes in order to maintain quality of experience, to generate revenue, and 

optimize network operations and resource utilization. The Internet of Things is further congesting the network and 

network operators need to do local analysis to ease security and backhaul impacts. Enterprises want the ability to enable 

and engage with their customers with more efficient, secure and low latency connections. Application and content 

providers are challenged with the latency of the network when connecting to the cloud. These challenges need to be 

resolved. 
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Market value 

 

 
 

 
 

ADVANTAGES OF EDGE COMPUTING 

 

The data stored in the cloud has a high risk of being hacked. This can be avoided since edge computing only sends the 

appropriate data to the cloud. In addition, edge computing does not always necessitate the use of network connection. 

Therefore even if hackers gain access to the cloud, not all users' information is at risk. However, this does not guarantee 

that edge computing is risk-free. Nevertheless, when compared to the cloud, this provides a possibly reduced risk profile. 

Data must be transmitted to a centralized data center in a cloud computing system. Modifying or expanding this data 

center can be pricey at times. On the other hand, the edge may be utilized to scale your own IoT network without having 

to worry about storage. Furthermore, IoT devices can be placed here with just one implantation. 

Disadvantages 

                        Although edge computing improves security by reducing the quantity of data that has to e protected in data 

centers, it also raises security concerns at each localized point of the edge network. In addition, some data is more 

vulnerable to breaches because not every edge device has the same built-in authentication and security capabilities. 

Networking technology is always a huge investment, whether you invest in large multinational clouds or scattered edge 

devices for your computing needs. While investing in a more robust edge network saves money on data center bandwidth, 

the strategy comes with its own set of costs to launch and manage edge devices. It can be tedious to sift through all of the 

data in a cloud data center, but the data’s central storage gives you the peace of mind that it will be there when you need 

it. While edge computing processes save space and money for storage, critical data could be misconstrued and destroyed 

by an edge device by accident. 

 

Current uses : 

       Some applications which incorporate MEC are available . For example, active device location tracking allows 

operators to track active terminal equipment, independent of Global Positioning System devices. This is based on third-

party geolocation algorithms within an application hosted on the MEC application server. 

 

DATA SECURITY AND PRIVACY PROTECTION 

 

   The data security of edge computing Network edge data involves personal privacy. The concept of data processing 

better structured support for data security and privacy protection. The edge computing increases the dimension of attack 
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vectors. It smarter the Edge computing client, the more  infections and security breaches. Existing data securit. It 

Protection methods are not fully applicable to edge computing Moreover. 

 

 Protection in edge computing faces new challenges. Data that is gathered and processed at the edge. By simply removing 

a disk drive from an edge resource, or by copying data from a simple memory stick, vital information can potentially be 

compromised. The edge has the potential to revolutionize the world of cloud computing. However, companies must be 

careful not to overlook security considerations in their excitement to embrace this new technology. Edge security must 

improve before the edge becomes widespread. 

Edge computing security and Privacy protection is still in its infancy, and there are relatively Few existing research results. 

This paper divides the research system of data Security and privacy protection in edge computing .The conventional 

process is that the data owner encrypts And uploads the outsourced data in advance, and the dataUser decrypts the data 

when necessary.  

 

CONCLUSIONS 

 

                                 In this topic discuss about Mobile Edge Computing enables innovative service scenarios that can 

ensure enhanced personal experience and optimized network. Several applications for the deployment at the mobile edge 

and classified by using the popularity statistics of the files and employing a caching strategy based on this, the impact of 

storage in SCBSNs is studied. As the load of the network increases by the requests, results show that caching has a better 

performance in satisfying the requests compared to the non-caching case. The MEC ISG is developing the foundation to 

enable an open radio access network which can host third party innovative applications and content at the edge of the 

network. 
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