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Abstract: In current electronic world, further losses are impacted by cybercrime. Digital world are completely open and 

it's incredibly easy to concentrate to get to data or cash related information from any existent, open and private associations 

and so on, since, endlessly web are open, taking data on the unstable medium of channel is outstandingly straightforward. 

Consequently, guaranteeing bad geste data needed advance layers of safety counter to the cybercrime. Data evidence is 

one of the first noteworthy systems to staying down from data from digital shamefaced parties. In this data evidence 

procedure, cryptology has introductory influence against the cybercriminal on the unstable correspondence channel. It 

gives data security, sort out security, perceptivity and character association to get to the data approved work force. 

Colourful open and private crucial systems are proposed for getting data, anyhow there are as yet a piece of challenge 

live in this substance. Utmost unmistakable encryption methods, for illustration, RSA, Elliptic wind, DES and AES are 

working. In this undertaking about new cryptography system averting the cybercrime in view of the blockchain. 
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I. INTRODUCTION 

The Internet has given law violators a totally unexpected opportunity to utilize associations and personalities for their 

own benefit. Cybercrime can be described as an infringement committed via a PC and the Internet. What makes’ 

allegations of cybercrime annoying is that advances in the Internet are tempting people to commit wrongdoing from 

anywhere in the world. The inventor who has run out of your financial balance could be your neighbour or someone who 

violates the standard side of the world. Currently, guests are not investigating fraud in the new area. Human well-being 

is the most important variable in the world. In addition, since information on fraudulent activity is invaded by 

programmers and attackers performing actions, we have built a framework that provides security to 2 information and 

people by executing smart blockchain contacts. To do. Cybercrime is defined as a PC communication procedure that is 

considered illegal or contested by its own collection of s and is performed using full association media. 

Cybercrime means a criminal story in which the club or PC is a major part of the inventor or the club's liability for fraud. 

Personal and organizational security is one of the key issues in today's electronic environment. Obtaining personal and 

government information faces the major problem of cybercrime. Network security experts are currently trying to combat 

advanced fraudsters using various schemes and technologies. It is important for police organizations to disseminate 

detainee records comprehensively and globally without compromising security. In order to serve such interests, it is 

essential that the detainee's records have accurate and detailed records on a scale that makes them internationally 

accessible without circumventing security strategies. It is important. Recently, we are exploring a new innovation called 

Square Chain. With this innovation, no one person can control the entire skeleton of the chain. The CRC suggests using 

such innovations to prevent reducing the risk of data fitting. In addition, the attribute of the blockchain is very difficult to 

decipher, indicating that the overall risk of slowing down information is lower than the current structure using standard 

automatic records. One of the hallmarks of our structure is that the evidence information remains unchanged while the 

prisoner's records are being viewed in court. Records of prisoners are stored in the cloud, and their logs and provenances 

are stored on the blockchain. The Blockchain innovation was first proposed by Satoshi Nakamoto in 2008, it is a public 

exchange record of the digital money bitcoin. It is a chain of squares where each square contains data like hash worth of 

past bock and time-stamp. From the above technique honesty and security of the square is guaranteed and we can 

recognize the invalid square. The main utilization of this innovation was Bitcoin, which permits cash exchange utilizing 

web. The creator gave a goal to the issue of twofold spending. The framework utilizes the strategy for timestamp by 

hashing the Block into nonstop chain based of confirmation of work component. The presentation of the DAPP and savvy 

contract comes was referenced in this paper. We have blocks in the Ethereum blockchain, these squares are connected 

together and each square we have rundown of exchange like bitcoin. Inside these exchanges we truly do have timestamp 

and different boundaries which we can program on it. Ethereum blockchain gets put away in each excavator PC which is 

known as a hub, it utilizes. 
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II. PROBLEM STATEMENT 

The main goal is to suggest the best options for the user. For a particular user, we counted a list of likes in the song history. 

From all this information, we needed to predict which song the user would like. Then the question arises. How can you 

use all this information to reach your goals? Finding relationships between different songs is not an easy task, so if a song 

that resembles another song looks completely different and the user doesn't like it, or if this song is your preference. It 

may not fit. With so many users and so many songs around the world, establishing a relationship between songs and users 

can be a daunting task. 

III. OBJECTIVES 
 

• Implementing a security system using blockchain smart contracts 

• Encrypting crime report data 

• Creating the safest area for new users 

• Preventing hacker crime reports 

 

IV. METHODOLOY 

 User 

The user enters the area name, reviews the crime report for the area, and searches for the area. 

 

 System  

The System stores all user information and local crime information. 

 

 
FIG. Architecture Diagram 
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FIG.Class Diagram 

 

V. CONCLUSION 
 

We have introduced a system that provides data security for area data uploaded by the Crime Department. It also displays 

a user report on crime and creates a safe place for users. It implements the AES algorithm to ensure the security of the 

data. AES algorithm provides the highest accuracy for data security.   
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