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Abstract: Blockchain is a secure, distributed, peer-to-peer, and open ledger. Blockchain is a chain of blocks that contains 

transaction information. It is meta-technology as it affects other technology. Blockchain is a digital decentralized digital 

ledger made up of blocks that record data across a peer to peer networks. It is used for the secure transfer of items like 

money, property, contracts, etc. 
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I. INTRODUCTION 

  

W. Scott Stornetta and Stuart Haber was the founder of blockchain technology. It consists of records related to 

transactions. Blocks are linked together via cryptographic hashes. In blockchain consensus, cryptographic algorithms are 

used for the validation of new transaction blocks.  

 

Blockchain uses a computationally practical key for time-stamping digital documents so that there is higher security. 

Blockchain resolves the double records problem. Blockchain consist of software applications, databases, and some 

connected computers, etc.   

 

II. BLOCKCHAIN ARCHITECTURE 

 

 
 

• Block- Block contains transaction information that have taken place within 10 minutes such as money transfer, house 

transfer, gadget transfer, etc. 

• For Example: Bitcoin block contain information about sender, receiver and number of coin transferred. 

• Each block consists multiple ledgers. 

• Ledger is database that stores transaction information. 

• Ledger is a blockchain diary. 

 

Each block has its capacity: once block is full, then new block is created and that  is connected to previous block    with 

Hash values.  

  

 

 

https://ijarcce.com/


ISSN (O) 2278-1021, ISSN (P) 2319-5940 IJARCCE 

International Journal of Advanced Research in Computer and Communication Engineering 

ISO 3297:2007 CertifiedImpact Factor 8.102Vol. 12, Issue 4, April 2023 

DOI:  10.17148/IJARCCE.2023.12440 

© IJARCCE                This work is licensed under a Creative Commons Attribution 4.0 International License                 232 

 
 

How data stored in block?  
 

In Bitcoin there is a window of 10 minutes. Whatever transaction executed in 10 minutes are stored into block and after 

every 10 minutes a new block is created and each new block is chained (connected) with previous block using Hash 

value. 
 

The first block of chain is called as Genesis block. 

 

What is Hash? 
 

Each person fingerprint is unique similarly each block hash value is unique. Hash is used to uniquely identify block and 

its contents in a block chain.   

 

How to find Hash value? 
 

The hash value of  1st block is calculated by taking all data of 1st block and applying hashing algorithm(such as SHA-3 

or SHA-56) on first block data , then Hash value of 1st block is stored into  2nd  block. 

 

Similarly, Hash value of 2nd block is calculated by taking all data of 2nd block. Hash value 1st block and applying 

hashing algorithm on second block and so on. 
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Who is Responsible for adding block into Blockchain? 

 

Miner is full node that verifies all transaction and add block into blockchain and gets some rewards. For example: In 

Bitcoin network , Bitcoin miner will get $10 for adding block in Blockchain.In Blockchain network there will be multiple 

miners. Everyone wants to add block in Blockchain and get rewards. So to get reward, miner need to solve puzzle.The 

node that solves puzzle first will get chance to add block in Blockchain and earn reward. 

 

 
 

This ledger database is an append-only database and cannot be changed or altered. There is no need for trusted third 

parties to serve as intermediaries to verify, secure, and settle the transactions. Blockchain technology was designed to 

enable true decentralization. Every node on the blockchain network has an identical copy of the blockchain 
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Decentralized Blockchain System 

 

 
 

All nodes in decentralized system are connected with each other in peer to peer network. Decentralized systems are 

difficult to design, maintain, govern, or impose trust. 

 

Layers of Blockchain 

 
 

 

1. Application Layer: 

It is made up of smart contracts and decentralized applications DApps). This layer acts as the front end of the blockchain 

through which users interact with the blockchain network.  

  

2. Execution Layer: 

The Execution Layer executes the instructions of application on all the nodes in a blockchain network. 
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3. Semantic Layer: 

Semantic Layer also called as logical layer and it deals with the validation of the transactions done in the blockchain 

network 

  

When a transaction is initiated by a node, the set of instruction are executed on the execution layer and validated by the 

semantic layer. 

 

4. Propagation Layer (Network Layer):  

This layer facilitates communication between the different nodes within the blockchain network. When new transaction 

is done, then it’s broadcasted to all other nodes in the network by propagation Layer 
 

III. CONCLUSION 

 

Blockchain technology is a distributed, decentralized, and open ledger. In Blockchain technology, a third party is not 

required for any transactions. It is a secure, demanding and trusted technology. 
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