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Abstract: Wild animal intrusion has always been a persisting problem. A lethal conflict is below way among India’s 

developing population and its wildlife limited to ever-shrinking forests and grasslands. In forest and agricultural zones, 

human animal conflict is quite an issue where enormous amounts of resources are lost and human life is threatened. The 

reason behind animals attacking humans cannot be confined to a single cause. Certain animal attacks happen due to 

humans provoking them and others are purely based on instinct which is often the case and for which nothing can be 

done. There are no specific reasons for animals attacking humans based on instincts. In any way, animal attacks are 

daunting.  

 

Apart from posing a threat to human life, Crop damage caused by animal attacks resulting in reducing the crop yield is 

also yet another consequence. Hence their activity must be monitored continuously in order to take action in case of 

animal intrusion in attack prone areas. Due to the diverse nature of movement and physical sizes of wild animals, it is a 

challenging task to track these animals or perform surveillance. In order to tackle the issue, we are developing a system 

to monitor these areas that will detect the intrusion of wild animals using image processing where classification is 

performed using Deep learning algorithms. Suitable action is taken based on the type of intruder and an alert is sent if 

the type matches the predefined wild animal datasets. 
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I. INTRODUCTION 

 

Over the years many human lives and enormous amounts of resources have been lost due to wild animal attacks. In recent 

times these kinds of conflicts are rising tremendously posing a major threat to human lives. So, these attack prone zones 

should be monitored continuously to prevent intrusion of wild animals that could cause harm. Human-animal conflicts 

arise due to increasing encroachment and poaching.  

 

Humans move into the forest zone areas for the sake of livelihood, for agricultural practises and rapid industrialization 

which forces animals to enter nearby villages. Detecting wild animals not only protects and safeguards the local 

community, but also helps in accounting and keeping track of them. Animal Detection System, like our proposed model, 

also helps in preventing evading deaths, injuries and property damage. Though attacks cannot be totally prevented, it can 

be minimised and faster actions can be taken. 

  

II. RELATED WORKS 

          

The proposed system for wildlife monitoring presented in [1] integrates wireless sensor networks (WISNs) with high-

efficiency progressive transmission and automatic recognition of images. The use of deep convolutional neural networks 

(CNNs) for image super-resolution, as demonstrated in [2], can enhance the quality of the images captured by WISNs, 

making them more suitable for recognition tasks. Chen et al. [3] have also used deep CNNs for species recognition in 

wild animal monitoring, while Swann et al. [4] have evaluated the use of infrared-triggered cameras for detecting wildlife.  

 

Other related works have explored the use of deep learning techniques for wild animal intrusion detection, such as [5] 

and [12], as well as the integration of IoT with animal intrusion detection systems, as shown in [6], [7], and [13]. 

Andavarapu et al. [8] have proposed a method for wild-animal recognition using the weighted combination of histogram 

of oriented gradients (W-COHOG) for agro-security, while Xue et al. [10] have proposed a system based on CNN for 

animal intrusion detection. Additionally, the human-wildlife conflict and management strategies have been discussed in 

[11], and the impact of wild animal intrusion on rural communities has been analyzed in [14]. 
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III. EXISTING SYSTEM 

 

The convolutional encoder-decoder network is used to monitor wildlife images. Faster RCNN algorithm is proposed for 

the automatic recognition of wildlife images to improve efficiency and recognition accuracy thus overcoming the 

drawbacks of traditional WISNs .. Machine learning concepts are used to detect animals and are specially designed for 

farm areas by using deep neural networks-ANN. Additional Convolutional layer is added with Convo 2D and 

MaxPooling is performed to increase the efficiency of the model [5]. The farm is monitored at regular intervals using 

cameras to detect an intrusion. GSM is used to send the alert message and appropriate sounds are played in order to drive 

the animal away. 

 

IV. PROPOSED SYSTEM 

 

Video is captured 24/7 using surveillance cameras from which the frames are extracted. The extracted frames are fed into 

the computer vision model to perform segmentation by which multiple objects are extracted. The extracted objects are 

pre-processed and fed into a convolutional neural network where the object is identified and then classified as wild 

animal. Alert mail is sent to the forest official and buzzer alarm is ringed in case the detected animal is classified as Wild 

animal 

 

.  

 

Fig. 1 System Architecture Diagram 

 

V. IMPLEMENTATION 

 

To begin the process, the input test image must be obtained and preprocessed prior to its conversion into an array format, 

which will enable it to be compared to other images. In addition, the chosen database must also undergo proper separation 

and preprocessing before it can be renamed and sorted into the appropriate folders.Once the database has been correctly 

organized, the model must be trained using a convolutional neural network (CNN) to ensure accurate classification. This 

involves processing the images in the database through the CNN to identify common features and patterns that can be 

used to identify the target object or animal.After the model has been successfully trained, a comparison is made between 

the input test image and the trained model, and the results are displayed accordingly. If the image being tested contains a 

wild animal, the software will send an alert via SMTP to nearby officials, notifying them of the potential threat. This 

allows for swift action to be taken to ensure the safety of those in the surrounding area. 
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Fig. 1  Segmented Images  

A. Deep Learning 

 

Deep learning is a subset of machine learning that involves training neural networks to learn from data. It is called "deep" 

because these neural networks are composed of many layers, allowing them to learn increasingly complex representations 

of the input data. Unlike traditional machine learning algorithms, deep learning models can automatically learn features 

from the data, which makes them highly effective for tasks such as image recognition, speech recognition, and natural 
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language processing. Deep learning has made significant advancements in recent years, with applications ranging from 

self-driving cars to medical diagnosis. Despite its successes, deep learning remains an active area of research, with 

ongoing efforts to improve its scalability, interpretability, and robustness. 

 
Fig. 2 Classification of  Algorithm 

 

B. Convolutional Neural Networks (CNNs) 
 

Convolutional Neural Networks (CNNs) are a specialized form of neural networks that are designed to process grid-like 

data, such as images and videos. CNNs leverage a technique called convolution, which involves applying a set of 

learnable filters to the input data to extract features at different levels of abstraction. These features are then passed 

through a series of layers that perform operations such as pooling and activation to reduce their dimensionality and 

increase their representational power. The architecture of a CNN typically consists of several convolutional layers 

followed by a few fully connected layers that map the learned features to the output labels. CNNs have become the go-

to method for image classification, object detection, and semantic segmentation, and have achieved state-of-the-art 

performance in these tasks. The success of CNNs can be attributed to their ability to learn hierarchical representations of 

the input data, which captures the important visual cues required for accurate prediction. 

 
 

Fig. 3 CNN  
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C. Dataset 
 

The dataset in this module includes various steps involved in processing an image or video using computer vision 

techniques. The first step is frame extraction, which involves capturing frames from a video using OpenCV and storing 

them in a document. The second step is image segmentation, which is performed using PyTorch and the Pointrend model 

to segment individual objects in the frames. Preprocessing follows, which involves converting the segmented image into 

a numpy array and then expanding its dimensions. This is necessary to feed it into the model for object detection, which 

is done using TensorFlow and the MobileNet_V2 convolutional neural network. The final step is SMTP, which is used 

to send an alert message along with the detected image to a specified email address. This is done by importing necessary 

packages like smtplib, MIMEText, and MIMEImage, and then connecting to the SMTP server with port 587. The dataset 

provides a comprehensive guide on how to implement these steps and perform object detection on a video feed. 

 

D. Image Preprocessing and Labelling 
 

image preprocessing and labeling are crucial steps in preparing data for object detection models. Image preprocessing 

involves a series of techniques to clean, normalize, and enhance the image data to improve the accuracy of the model. 

This can include steps such as resizing, cropping, and color normalization. Additionally, labeling is the process of 

manually identifying and marking objects of interest in the image data. Accurate labeling helps to train the object 

detection model to recognize and classify wildlife and other objects with high precision. Proper image preprocessing and 

labeling can significantly improve the effectiveness of the object detection model in identifying and alerting to potential 

intrusions or wildlife activity. 

 

E. Image Segmentation 
 

Certainly, here are the five fundamental steps involved in segmenting a digital image for background removal: 

 

1. Grayscale Conversion: The first step involves converting the colored image into a grayscale image, as it simplifies the 

processing by eliminating color data and reducing the image to a single channel. 

2. Thresholding: Once the image is in grayscale, thresholding is applied to separate the foreground from the background. 

Thresholding is a process of setting a specific intensity value as a threshold, and pixels with intensity values above or 

below that threshold are assigned as either foreground or background pixels. 

3. Contour Identification: After thresholding, the edges or contours of the foreground object are identified. Contours are 

simply the boundaries of objects in an image, and are useful in identifying the foreground object's shape and size. 

4. Mask Creation: Once the contours are identified, the largest contour is used to create a binary mask that covers the 

entire foreground object. The mask contains only the pixel values that belong to the object, while everything else is set 

to 0. 

     5. Background Removal: Finally, the binary mask is applied to the original image to remove the background and 

isolate the foreground object. The object can then be further analyzed or processed as necessary, with the confidence that 

the background has been effectively removed. 

 

F. Data Training and Testing 
 

Data training and testing are two essential aspects of machine learning. In data training, a model is fed labeled data to 

teach it how to identify patterns and relationships through various algorithms and techniques. The training process 

continues until the model reaches a level of accuracy that is considered satisfactory. After training, the model is then 

tested using a separate set of data that was not part of the training process. This testing data is used to evaluate the model's 

performance and accuracy, determining if the model requires further fine-tuning. Performance evaluation metrics such 

as precision, recall, and F1 score are often used to evaluate the testing data. It is crucial to have high-quality data for both 

the training and testing phases to ensure that the model can accurately generalize to new and unseen data. With a well-

trained and accurately tested model, machine learning can provide valuable insights and predictions. 

 

G. Detection 
 

Object detection is an essential computer vision task that involves identifying and localizing objects within images or 

videos. It aims to detect and recognize different types of real-world objects such as cars, faces, flowers, etc., in real-time 

with high accuracy. This method of detecting objects involves using learning algorithms and derived features to recognize 

all instances of an object category in an image. To achieve this, the process involves receiving an image as input, dividing 

it into multiple regions, treating each region as a distinct image, and sending them to a Convolutional Neural Network 

(CNN) to classify them. By analyzing these regions, the CNN can identify the presence of the object of interest in the 

image with high precision, allowing for effective object detection and recognition. 

https://ijarcce.com/


ISSN (O) 2278-1021, ISSN (P) 2319-5940 IJARCCE 

International Journal of Advanced Research in Computer and Communication Engineering 

ISO 3297:2007 CertifiedImpact Factor 8.102 Peer-reviewed / Refereed journal  Vol. 12, Issue 4, April 2023 

DOI:  10.17148/IJARCCE.2023.124186 

© IJARCCE                This work is licensed under a Creative Commons Attribution 4.0 International License                 1073 

VI. RESULTS AND DISCUSSION 

 

THE UPGRADED MODEL WITH IMAGE SEGMENTATION PERFORMS MULTIPLE OBJECT DETECTION 

OVERCOMING THE ISSUE OF THE EXISTING MODEL WHICH WORKS EFFECTIVELY ONLY IN THE CASES 

OF SINGLE OBJECT DETECTION. FLEXIBILITY TO IDENTIFY ALL THE OBJECTS AND DETECTION 

PERCENTAGE ARE IMPROVED SIGNIFICANTLY.   

 

 

 

FIG. 4  RESULTS TABULATION 

 

 

FIG. 5   PREDICTION GRAPH 
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                                                           Fig. 6  Detection of Single Wild Animal  
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Fig. 7  Detection of multiple Wild Animal 
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VII. CONCLUSION 

 

Human-animal conflicts are a growing concern across the world, with incidents occurring almost every other day. These 

conflicts pose a serious threat to the lives of thousands of people, as well as to the well-being of animals and the 

environment. In order to mitigate these conflicts, there is a need for effective and efficient systems that can detect and 

prevent them from happening.One such system is the wildlife detection and alert system, which can help eliminate human 

and animal deaths and injuries, and also prevent damage to crops, properties and even lives of other animals. This system 

can also aid forest departments and other responsible authorities in monitoring animal movement, thus preventing them 

from straying out of their habitation zones. 

 

The proposed system uses advanced technology to detect and classify wild animals in real-time. When an animal is 

detected, the system immediately sends an alert mail to forest officials and sounds a buzzer alarm to alert the locals. This 

timely response helps in preventing human-animal conflicts and safeguarding lives and property. Furthermore, this 

system is also capable of preventing crop damage caused by animal intrusion, thus helping farmers protect their crops 

and livelihoods. By providing an early warning system, the proposed technology can help mitigate the risks associated 

with human-animal conflicts, and ensure the safety of both humans and animals.In conclusion, the wildlife detection and 

alert system proposed in this context provides an effective and efficient solution to human-animal conflicts. The 

technology helps in preventing loss of life, property, and crop damage by detecting and alerting the concerned authorities 

in real-time. It is an important step towards ensuring the safety of both humans and animals, and towards creating a 

harmonious coexistence between them. 
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