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Abstract: Mobile cloud computing is changing quickly, posing new security challenges like data leaks and complex 

logins. This study looks for smart solutions to protect user data in the integrated world of mobile devices and cloud 

services. By combining mobile features with cloud resources, we can overcome device limitations and improve 

efficiency. The study suggests focusing on advanced security measures like encryption and dynamic authentication, 

along with global compliance, user education, and ongoing monitoring, to ensure a secure future for mobile cloud 

computing. 
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I. INTRODUCTION 

 

Mobile cloud computing combines the features of mobile devices with cloud resources, letting users access applications, 

storage, and computing power through the internet. This integration overcomes device limitations, extending capabilities 

by utilizing the scalable resources of the cloud. The core concept involves offloading tasks like data storage and 

processing to remote cloud servers, improving device efficiency and enabling seamless transitions between devices. 

Despite these advantages, security is a significant concern due to internet data transmission and remote storage of 

sensitive information. Safeguarding user data through encryption, secure authentication, and protection against 

unauthorized access is crucial for maintaining privacy and integrity in this    interconnected environment. MCC continues 

to shape the future of computing, offering users a seamless and powerful experience across diverse devices. MCC 

combines mobile device features with cloud resources. Users can access applications, storage, and computing power 

through the internet. The integration helps to overcome limitations of individual device   capacities. Capabilities are 

extended by utilizing scalable cloud resources. Tasks like data storage and processing are offloaded to remote cloud 

servers. This offloading improves device efficiency and facilitates seamless transitions between devices. Security is a 

significant concern due to internet data transmission and remote storage of sensitive information. Safeguarding user data 

is crucial through encryption, secure authentication, and protection against unauthorized access. Ensuring privacy and 

integrity of user data is paramount in this interconnected environment. Mobile cloud computing continues to shape the 

future of computing. It offers users a seamless and powerful experience across diverse devices. 

 

As mobile cloud computing evolves, emerging security   challenges, such as data leaks and complex login issues, pose 

significant threats to the privacy and protection of user information. The increasing collaboration between mobile devices 

and the cloud underscores the urgency of addressing these contemporary security risks. This study aims to identify and 

implement intelligent solutions to safeguard against the latest threats, ensuring the secure and private handling of data 

when using mobile devices in conjunction with cloud services. In simple words, With our phones and the cloud working 

together more than ever, there are new problems like data leaks and tricky logins that threaten the safety of our 

information. This study wants to find smart solutions to these issues, making sure that when we use our phones with the 

cloud, our data stays private and protected 

 

II. LITERATURE SURVEY 

 

Abdul and Arif Mohammad conducted a research initiative to enhance mobile cloud computing security by introducing 

Trust-Based Role-Based Access Control (TRBAC). Recognizing the limitations of traditional user authentication, they 

aimed to address the potential risks posed even by trusted users. TRBAC assigns a "trust" score to users based on 

behavioral patterns, offering a comprehensive approach to identify and mitigate malicious actions. The study revealed 

that relying solely on conventional access control methods, such as roles or trust alone, inadequately ensured robust 

security. TRBAC emerged as a transformative solution, evaluating user behavior to significantly enhance overall system 

performance. Its ability to calculate trust scores played a crucial role in detecting and preventing malicious activities, 

providing a proactive defense mechanism. The research underscored the shortcomings of prevalent user authentication 
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approaches, emphasizing the necessity for dynamic systems like TRBAC. This innovative approach not only addressed 

traditional method flaws but showcased a remarkable improvement in mobile cloud computing security. TRBAC's 

capability to discern between positive and negative user actions contributed to efficient resource utilization and 

heightened system safety, highlighting its superiority over conventional methods and the importance of integrating 

behavioral trust assessments for a more adaptive security framework.Bisma Sheikh,Ayesha Butt,Javeria Hanif in their 

study they explores Mobile Cloud Computing (MCC), emphasizing its significance in future mobile technology, 

especially in Augmented Reality (AR) applications. It discusses the advantages, limitations, and challenges of MCC, 

including poor connectivity and security issues. The research reviews various security approaches, such as mutual 

authentication and quantum cryptography, and concludes by highlighting the ongoing efforts to enhance data security in 

MCC amid technological advancements like 5G and the potential impact of 6G on AR applications. 

 

Yadav, Rajan Kumar, et al., in their paper, delve into the realm of Mobile Cloud Computing (MCC) and its associated 

security challenges, emphasizing its growing significance across various mobile applications. The paper underscores the 

intricate nature of securely sharing personal data with cloud storage on mobile devices, revealing vulnerabilities that 

could lead to potential fraud and highlighting significant security and privacy concerns. By drawing upon existing 

research, the authors identify and elucidate key challenges, including issues related to data security, confidentiality, 

security of mobile cloud applications, and privacy. The comprehensive examination of these challenges contributes to a 

deeper understanding of the multifaceted issues surrounding MCC. While the paper doesn't delve into specific results, it 

provides a thorough overview of the current landscape, shedding light on the complexities faced in the secure utilization 

of mobile cloud computing. The authors conclude by emphasizing the critical need for future research in this domain, 

proposing a focused research agenda with the aim of enhancing data security and privacy in the context of mobile cloud 

computing. This paper, acting as a foundational piece, sets the stage for forthcoming research initiatives, urging the 

scholarly community to address the evolving challenges and dynamics within the field of mobile cloud computing.The 

paper  proposed by Sarode, Rashmi P., and Subhash Bhalla addresses the pressing concerns of data security in Mobile 

Cloud Computing (MCC) due to the proliferation of mobile users. It proposes an algorithm integrating Advanced 

Encryption Standard (AES) and RSA to fortify MCC security, offering advantages such as reduced susceptibility to 

brute force attacks, enhanced safety through QR codes, and mitigation of key distribution issues with RSA. The 

algorithm is practically applied in scenarios like movie ticket bookings, showcasing its potential benefits. However, the 

paper emphasizes examination of its real-world applicability and effectiveness in MCC environments. 

 

Alnajrani, Hussain Mutlaq, Azah Anir Norman, and Babiker Hussien Ahmed conducted a systematic mapping study 

(SMS) focusing on privacy and data protection in mobile cloud computing, spanning the years 2009 to 2019. Their 

analysis brings to light a discernible emphasis on cryptography, authentication, and account creation as pivotal 

components within the landscape of data privacy exercises. Noteworthy areas of research dominance encompass 

unauthorized access and data privacy leakage, with considerable attention directed towards encryption and authentication 

solutions. The study adeptly illuminates evolving trends in metrics, particularly underscoring considerations such as time 

consumption and communication overhead. Crucially, the research identifies and articulates critical open research issues, 

providing a roadmap for future investigations in key domains including security, authentication, privacy, encryption, 

energy consumption, trust, attacks, architectures, and testing. This nuanced exploration caters to the needs of both 

researchers and practitioners in the field, offering a comprehensive overview of the current state while shedding light on 

emerging trends in privacy and data protection within the dynamic sphere of mobile cloud computing. In summation, 

the SMS stands as an invaluable resource, shaping the trajectory of research endeavors and providing essential insights 

for those engaged in advancing knowledge and practices in this critical domain. 

 

Rahul Neware's paper delves into the intricate realm of Mobile Cloud Computing (MCC), addressing its security 

challenges and proposing preventive measures to mitigate potential risks. As a fusion of mobile and cloud computing, 

MCC encounters multifaceted issues spanning data security, virtualization security, offloading security, mobile cloud 

application security, and mobile device security. Neware systematically examines security requirements, mobile cloud 

service models, and general challenges inherent in MCC to provide a holistic understanding of the security landscape. 

The paper meticulously categorizes and explores preventive measures for each security issue, offering a nuanced 

overview of the comprehensive security concerns within MCC and presenting potential solutions. The author's analysis 

spans critical areas including data security, virtualization security, offloading security, mobile cloud application security, 

and mobile device security, ensuring a thorough examination of the diverse challenges faced in this domain. By doing 

so, the paper not only contributes to the scholarly discourse on MCC security but also serves as a valuable resource for 

practitioners seeking insights into potential safeguards. In essence, Neware's work combines theoretical exploration with 

practical considerations, offering a well-rounded exploration of security issues and preventive strategies in the evolving 

landscape of Mobile Cloud Computing. 

 

https://ijarcce.com
https://ijarcce.com/
https://ijarcce.com/


ISSN (O) 2278-1021, ISSN (P) 2319-5940 IJARCCE 

International Journal of Advanced Research in Computer and Communication Engineering 

Impact Factor 8.102Peer-reviewed journal & Refereed journalVol. 12, Issue 12, December 2023 

DOI:  10.17148/IJARCCE.2023.121214 

© IJARCCE                This work is licensed under a Creative Commons Attribution 4.0 International License                 87 

Sahu, Ekta, and Khushboo Sawant's exploration focuses on the integration of Mobile Cloud Computing (MCC) as a 

transformative solution to address challenges encountered by mobile devices, particularly concerning issues related to 

battery life and storage capacity. The paper initiates with a historical perspective on Cloud Computing (CC) and 

accentuates the increasing influence of MCC since 2007, substantiated by relevant reports and statistics. The text 

provides clear definitions and descriptions of CC, Mobile Computing, and MCC, elucidating their respective roles and 

distinctive characteristics. Delving into practical applications, the authors discuss the utilization of MCC in domains 

such as mobile healthcare and learning, emphasizing its benefits, including enhanced accessibility and remote data 

access. While acknowledging prevalent security concerns and the dependency on internet connectivity inherent in MCC, 

the paper concludes by underscoring the profound significance of MCC in empowering mobile users and effectively 

addressing challenges within the dynamic landscape of mobile technology. The comprehensive analysis presented by 

Sahu, Ekta, and Khushboo Sawant not only captures the historical evolution and current state of MCC but also sheds 

light on its potential to shape the future of mobile computing, providing a valuable resource for researchers and 

practitioners alike. 

 
Arumugam, M., et al.'s paper delves into the intricate realm of mobile cloud computing (MCC), specifically focusing on 

security challenges and proposing a robust solution leveraging RSA encryption for secure data sharing. The authors 

underscore the paramount importance of safeguarding sensitive information, particularly within the context of image 

redistribution, recognizing the heightened risk associated with such scenarios. To tackle these challenges, the paper 

advocates for the integration of the RSA algorithm with cloud servers, thereby ensuring a secure framework for both 

data storage and transmission. The authors present a comprehensive examination of existing literature pertaining to MCC 

security and data sharing, shedding light on the evolving threats that necessitate advanced encryption techniques for 

effective mitigation. By proposing the utilization of RSA encryption, the paper not only addresses the current 

vulnerabilities but also anticipates future security challenges in the MCC landscape. The integration of the RSA 

algorithm is positioned as a proactive measure to fortify the security infrastructure and enhance the confidentiality of 

shared data. In essence, Arumugam, M., et al.'s work serves as a valuable contribution to the discourse on MCC security, 

offering a well-reasoned approach grounded in encryption methodologies to fortify data protection in the ever-evolving 

landscape of mobile cloud computing. 

 
Sarode, Rashmi P., and Subhash Bhalla present a paper elucidating the security challenges in the realm of Mobile Cloud 

Computing (MCC) arising from the surge in mobile users, with a particular focus on the pressing concerns related to 

data privacy. The authors underscore the significance of addressing these challenges and, in response, propose an 

algorithm that synergistically combines the Advanced Encryption Standard (AES) and RSA methodologies. This 

amalgamation aims to bolster security measures within the MCC framework, specifically targeting data integrity, 

confidentiality, and user authentication. The algorithm's application entails the encryption of data using AES, followed 

by the application of RSA, providing a multi-layered approach to fortify the security posture. The proposed approach 

offers distinct advantages, including reduced vulnerability to brute force attacks and an augmented level of safety 

facilitated by the utilization of QR codes for encryption and decryption processes. By incorporating both AES and RSA, 

the authors aim to establish a comprehensive solution that not only addresses current security challenges but also 

anticipates potential future threats in the dynamic landscape of mobile cloud computing. In essence, Sarode, Rashmi P., 

and Subhash Bhalla's paper presents a well-structured and innovative approach to enhancing security in MCC, providing 

a valuable contribution to the ongoing discourse on data privacy and integrity within the domain. 

 
Aliyu, Ahmed, et al.'s review succinctly encapsulates the significance of Mobile Cloud Computing (MCC) across diverse 

domains, emphasizing its capacity to augment the performance of mobile devices through the offloading of complex 

tasks to the cloud. The comprehensive analysis spans crucial aspects such as key research areas, performance metrics, 

and the identification of open challenges within the MCC landscape. The authors underscore the imperative for continued 

exploration in pivotal domains, including resource allocation, security, privacy, and the optimization of MCC objectives. 

The paper illuminates the transformative potential of MCC in alleviating the computational burden on mobile devices, 

thereby contributing to enhanced efficiency and functionality. By elucidating key research areas, the review lays the 

groundwork for further advancements in the field, guiding researchers toward avenues of exploration that can 

significantly impact the development and implementation of MCC. The authors aptly highlight the pressing challenges, 

acknowledging the need for ongoing efforts in resource allocation strategies to ensure optimal performance, fortifying 

security measures to safeguard sensitive data, addressing privacy concerns, and refining the optimization of MCC 

objectives for seamless integration. In summary, Aliyu, Ahmed, et al.'s review provides a comprehensive overview of 

MCC's potential and underscores the necessity for continued exploration and refinement to fully harness its benefits 

across various domains. 
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Kulkarni, Pallavi, and Rajashri Khanai's research paper intricately examines the convergence of Mobile Cloud 

Computing (MCC) and the security challenges inherent in this dynamic intersection. The paper meticulously delves into 

the architecture of MCC, elucidating key characteristics that define its operational framework. A substantial portion of 

the analysis is dedicated to identifying and outlining the security issues confronting both the cloud and mobile networks 

within the MCC paradigm. The authors conscientiously propose a range of viable solutions to mitigate these security 

concerns, advocating for strategies such as data encryption to fortify the confidentiality of sensitive information. 

Additionally, the paper underscores the importance of implementing restricted access measures to limit unauthorized 

entry into MCC systems, emphasizing the critical need for robust backup and recovery mechanisms to ensure data 

integrity and availability. Access control mechanisms are also proposed as an integral component of the security 

framework, offering a multifaceted approach to safeguarding MCC ecosystems. Kulkarni, Pallavi, and Rajashri Khanai 

adeptly navigate the intricate landscape of MCC security, offering pragmatic solutions that encompass various facets of 

data protection and access management. The comprehensive exploration serves as a valuable resource for researchers, 

practitioners, and stakeholders vested in fortifying the security foundations of MCC, thereby contributing to the ongoing 

discourse on secure and resilient mobile cloud computing environments. 
 

Ogwara, Noah Oghenfego's paper meticulously addresses the intricate challenges associated with data security in Mobile 

Cloud Computing (MCC) and introduces an innovative solution termed MINDPRES (Mobile-Cloud Intrusion Detection 

and Prevention System) designed to augment security at the User Layer (UL). The paper meticulously outlines the 

rationale behind MINDPRES, which integrates both host-based and network-based Intrusion Detection Systems (IDS), 

leveraging sophisticated Machine Learning (ML) techniques for dynamic analysis of device resources and network 

traffic. This novel approach seeks to fortify the security framework within the UL of MCC, acknowledging the 

vulnerabilities prevalent in this critical layer. The proposed model represents a pioneering effort to proactively identify 

and prevent potential intrusions, showcasing a comprehensive approach to data security within the mobile cloud 

environment. Ogwara's research not only highlights the significance of addressing security challenges specific to MCC 

but also offers a promising solution that combines the strengths of host-based and network-based IDS, underpinned by 

the intelligence of ML. As a forward-looking initiative, the paper outlines the expectation for future work, indicating 

that the MINDPRES model will undergo rigorous evaluation across diverse mobile platforms. This holistic exploration 

positions Ogwara, Noah Oghenfego's work as a noteworthy contribution to the evolving landscape of MCC security, 

offering both theoretical insights and a practical solution that holds promise for enhancing data security at the User 

Layer. 
 

In their systematic mapping study (SMS), Alnajrani, Hussain Mutlaq, Azah Anir Norman, and Babiker Hussien Ahmed 

meticulously investigated 74 primary studies focusing on privacy and data protection within the realm of Mobile Cloud 

Computing (MCC), spanning the period from 2009 to 2019. The study's key revelations include a discernible and 

growing emphasis on cryptography, authentication, and account creation as integral components in the MCC landscape. 

Notably, challenges such as eavesdropping attacks and data breaches emerged as focal points requiring heightened 

attention. The research further unveiled prevalent metrics, research types, and contribution types, indicating a notable 

surge in solution proposals and evaluation research within the domain. The identification of open research issues serves 

as a guidepost for future exploration, underscoring the imperative for continued investigation in encryption, 

authentication, security, trust, privacy, architectures, various attacks, energy consumption, and testing specific to the 

MCC domain. Alnajrani et al.'s SMS thus contributes significantly to the scholarly understanding of the current state of 

privacy and data protection in MCC, shedding light on trends, challenges, and areas warranting further research attention, 

thereby providing a valuable resource for both researchers and practitioners navigating the intricate landscape of mobile 

cloud computing. 
 

In the text authored by Panhwar, Muhammad Aamir, the focus centers on the investigation of security issues within the 

domain of Mobile Cloud Computing (MCC), highlighting the critical integration of mobile networks and cloud 

computing. The article systematically outlines the potential risks inherent in the paradigm shift of storage and data 

processing from individual mobile devices to centralized cloud platforms. A comprehensive examination of security 

concerns within MCC is presented, encompassing vulnerabilities spanning mobile devices, mobile networks, and the 

underlying cloud infrastructure. To address these identified challenges, the article advocates for a multifaceted approach, 

proposing solutions that include encryption mechanisms, regular software updates, deployment of antivirus programs, 

and the implementation of robust network controls. The forward-looking perspective underscores the increasing 

significance of mobile devices in the MCC landscape, projecting their continued pivotal role. The text emphasizes the 

imperative for ongoing research initiatives, emphasizing the dynamic nature of security challenges within MCC and the 

need for adaptive solutions to counter emerging threats. Panhwar's work, therefore, not only provides a comprehensive 

overview of current security issues but also positions itself as a guidepost for future research endeavors, recognizing the 

evolving landscape of Mobile Cloud Computing and the imperative to fortify security measures to ensure the integrity 

and confidentiality of data in this interconnected environment. 
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In the paper authored by Hassan, Syed Zohaib, the exploration revolves around the challenges and implications intrinsic 

to Mobile Cloud Computing (MCC), with a particular emphasis on user concerns regarding data security, privacy, and 

the consequent mental stress induced by these issues. The document begins by furnishing an overview of Cloud 

Computing (CC) definitions, with a specific focus on cloud platforms and applications, setting the stage for a 

comprehensive analysis. The narrative delves into the evolving nature of MCC, shedding light on its dynamic trajectory, 

and elucidates the varied applications within this domain, including but not limited to M-healthcare and M-commerce. 

Of paramount concern in the discussion is the profound impact of MCC on users, particularly their heightened 

apprehensions related to data security and privacy, leading to elevated levels of mental stress. The paper recognizes the 

crucial need for further research in this nascent field, underscoring the evolving landscape of MCC and the multifaceted 

challenges that necessitate in-depth exploration. Hassan's work, therefore, not only serves as an informative resource 

providing insights into the nuances of MCC but also underscores the critical human dimension, acknowledging the 

psychological implications of security and privacy concerns in the context of mobile cloud computing. 

 
III. PROPOSED WORK 

 

Securing mobile cloud computing necessitates a comprehensive approach, incorporating robust data encryption for both 

transit and storage. The implementation of strong authentication methods, including biometrics and multi-factor 

authentication, adds an additional layer of security. Ensuring secure APIs with proper authentication mechanisms is 

imperative in safeguarding interactions between mobile devices and the cloud. Mobile device management (MDM) 

solutions assume a critical role, enforcing security policies and implementing device-level encryption to fortify overall 

system security. Network security measures, such as HTTPS and virtual private networks (VPNs), are pivotal in ensuring 

the secure transmission of data. The adoption of containerization and virtualization technologies further enhances 

security by isolating components to thwart potential breaches. Consistent updates, security monitoring, and data backup 

procedures contribute to the ongoing resilience of the mobile cloud computing environment. User education initiatives 

are essential to cultivate awareness and adherence to security best practices. Regulatory compliance measures serve as 

a crucial aspect of the security strategy, aligning operations with industry standards and legal requirements. Periodic 

security audits provide a proactive mechanism for identifying and addressing potential vulnerabilities within the mobile 

cloud computing infrastructure. In summary, a multifaceted strategy that combines encryption, authentication, secure 

APIs, mobile device management, network security measures, containerization, regular updates, user education, 

regulatory compliance, and security audits collectively forms a robust framework for fortifying the security of mobile 

cloud computing environments. 

 

IV. RESULTS 

 

Security issues in mobile cloud computing, such as data breaches, identity theft, and financial losses, pose significant 

risks to individuals and organizations. These concerns can result in service disruptions, damage to reputation, regulatory 

non-compliance, and increased cybersecurity costs. Proactive measures, including robust security protocols and 

continuous vigilance, are essential to mitigate these risks and foster user confidence in adopting mobile cloud services. 

 

V. CONCLUSION 
 

Connecting our mobile devices to cloud services, it creates security risks. To tackle this, focus needs to be done on 

advanced security measures like dynamic authentication, encryption, and network security. It's also important to follow 

secure Devops practices. To make sure security approach works globally, we must establish compliance standards.  

 

Raising awareness among users about potential security risks, continuously monitor for threats, collaborate across 

different fields, and prioritize ethical design. Actively participating in standardization efforts helps to create a secure and 

strong future for mobile cloud computing. By combining all these strategies, organizations can reduce risks and make 

mobile cloud computing environments safer. 

 

REFERENCES 

 

[1] Abdul, Arif Mohammad, et al. "Enhancing Security of Mobile Cloud Computing by Trust-and Role-Based Access 

Control." Scientific Programming (2022). 

[2] Sheikh, Bisma, Ayesha Butt, and Javeria Hanif. "Mobile Cloud Computing: A Survey on Current Security Trends 

and Future Directions." Engineering Proceedings 32.1 (2023): 22. 

[3] Yadav, Rajan Kumar, et al. "Mobile Cloud Computing Security and its Challenges." International Journal of 

Innovative Research in Engineering & Management 9.5 (2022): 18-22. 

https://ijarcce.com
https://ijarcce.com/
https://ijarcce.com/


ISSN (O) 2278-1021, ISSN (P) 2319-5940 IJARCCE 

International Journal of Advanced Research in Computer and Communication Engineering 

Impact Factor 8.102Peer-reviewed journal & Refereed journalVol. 12, Issue 12, December 2023 

DOI:  10.17148/IJARCCE.2023.121214 

© IJARCCE                This work is licensed under a Creative Commons Attribution 4.0 International License                 90 

[4] Sarode, Rashmi P., and Subhash Bhalla. "Data security in mobile cloud computing." Proceedings of International 

Conference on Sustainable Computing in Science, Technology and Management (SUSCOM), Amity University 

Rajasthan, Jaipur-India. 2019. 

[5] Alnajrani, Hussain Mutlaq, Azah Anir Norman, and Babiker Hussien Ahmed. "Privacy and data protection in mobile 

cloud computing: A systematic mapping study." Plos one 15.6 (2020): e0234312. 

[6] Neware, Rahul, et al. "Survey on Security Issues in Mobile Cloud Computing and Preventive Measures." Smart 

Computing Paradigms: New Progresses and Challenges: Proceedings of ICACNI 2018, Volume 2. Springer 

Singapore, 2020. 

[7] Sahu, Ekta, and Khushboo Sawant. "Research on Cloud Based Mobile Computing Security Issues and Challenges." 

International Journal of Technology Research and Management 6.4 (2019). 

[8] Arumugam, M., et al. "Secure data sharing for mobile cloud computing using RSA." IOP Conference Series: 

Materials Science and Engineering. Vol. 1055. No. 1. IOP Publishing, 2021. 

[9] Sarode, Rashmi P., and Subhash Bhalla. "Data security in mobile cloud computing." Proceedings of International 

Conference on Sustainable Computing in Science, Technology and Management (SUSCOM), Amity University 

Rajasthan, Jaipur-India. 2019. 

[10] Aliyu, Ahmed, et al. "Mobile cloud computing: taxonomy and challenges." Journal of Computer Networks and 

Communications 2020 (2020): 1-23. 

[11] Kulkarni, Pallavi, and Rajashri Khanai. "Addressing mobile Cloud Computing security issues: A survey." 2015 

International Conference on Communications and Signal Processing (ICCSP). IEEE, 2015. 

[12] Ogwara, Noah Oghenfego, et al. "Enhancing Data Security in the User Layer of Mobile Cloud Computing 

Environment: A Novel Approach." Advances in Security, Networks, and Internet of Things: Proceedings from 

SAM'20, ICWN'20, ICOMP'20, and ESCS'20 (2021): 129-145. 

[13] Alnajrani, Hussain Mutlaq, Azah Anir Norman, and Babiker Hussien Ahmed. "Privacy and data protection in mobile 

cloud computing: A systematic mapping study." Plos one 15.6 (2020): e0234312. 

[14] Panhwar, Muhammad Aamir, et al. "Investigation of Security Issues in Mobile Cloud Computing." PalArch's 

Journal of Archaeology of Egypt/Egyptology 17.6 (2020): 2330-2340. 

[15] Hassan, Syed Zohaib, et al. "Mobile Cloud Computing (MCC): A Survey of Privacy, Security and their Impact on 

Social Life of Users." Journal of Management Practices, Humanities and Social Sciences 6.2 (2022): 92-101. 

 

 

https://ijarcce.com
https://ijarcce.com/
https://ijarcce.com/

