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Abstract: Pollution attacks, such as transaction spam or fake data injection, undermine blockchain efficiency and 

security. This paper proposes a smart contract-based framework to autonomously detect and mitigate such attacks in real 

time. By embedding heuristic rules and anomaly detection logic into smart contracts, our system identifies malicious 

activity (e.g., excessive invalid transactions) and enforces countermeasures, including stake slashing or transaction 

throttling. Implemented on Ethereum, the solution demonstrates improved network resilience with minimal overhead, 

offering a decentralized and scalable defense against pollution threats while preserving data integrity. 
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I. INTRODUCTION 

 

Blockchain technology has revolutionized decentralized systems by offering transparency, immutability, and trustless 

transactions. However, its open and permissionless nature makes it vulnerable to various security threats, 

including pollution attacks, where malicious actors flood the network with spam transactions or corrupt data. These 

attacks degrade performance, increase storage costs, and disrupt consensus mechanisms, posing significant risks to 

blockchain scalability and reliability. Addressing these vulnerabilities is critical to maintaining the integrity and 

efficiency of decentralized applications (DApps). 

 

Pollution attacks manifest in different forms, such as transaction spam, fake data injection, or storage bloating, all 

aimed at overwhelming the network. Traditional security mechanisms, like Proof-of-Work (PoW) or Proof-of-Stake 

(PoS), are insufficient in dynamically detecting and mitigating such attacks without introducing centralization or 

excessive computational overhead. Existing solutions often rely on off-chain monitoring or manual intervention, which 

lack real-time responsiveness and scalability. This gap highlights the need for an automated, on-chain defense 

mechanism that can operate within the blockchain’s decentralized framework. 

 

Smart contracts present a promising solution due to their programmability, autonomy, and tamper-proof execution. 

By embedding detection and mitigation logic directly into smart contracts, blockchain networks can autonomously 

identify and neutralize pollution attacks in real time. Prior research has explored anomaly detection and reputation 

systems, but few have integrated these approaches into self-enforcing smart contracts that act without third-party 

intervention. Our work bridges this gap by proposing a two-phase smart contract framework that combines heuristic-

based detection with decentralized mitigation strategies, such as stake slashing or transaction filtering. 

 

This paper introduces a novel smart contract-enabled system designed to detect and mitigate pollution attacks 

efficiently. We implement our solution on the Ethereum blockchain, evaluating its effectiveness in reducing network 

congestion and preventing malicious activity while minimizing false positives. Our contributions include: (1) a real-time 

detection mechanism using on-chain analytics, (2) a decentralized mitigation protocol enforced by smart contracts, and 

(3) empirical validation of the framework’s performance under simulated attack scenarios. The results demonstrate that 

our approach enhances blockchain security without compromising decentralization or scalability, offering a robust 

defense against evolving pollution threats. 

 

II. TYPES OF POLLUTION ATTACKS 

 

Transaction spam attacks occur when malicious actors flood a blockchain network with a high volume of low-value or 

invalid transactions. These transactions are designed to overwhelm the system by clogging the mempool—the waiting 

area for pending transactions. Attackers often exploit the network's openness by submitting transactions with just enough 
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gas to be accepted but with no real purpose, creating artificial congestion. This tactic forces legitimate users to compete 

for block space by offering higher transaction fees, disrupting normal network operations. 

 

A notable example of this attack was the "Ethereum Ice Age" stress test in 2016, where attackers deliberately spammed 

the Ethereum network with meaningless transactions. The sheer volume of these transactions slowed down transaction 

processing times and caused significant delays for legitimate users. While Ethereum's resilience eventually mitigated the 

attack, the incident exposed vulnerabilities in how blockchain networks handle sudden surges in transaction volume, 

particularly when those transactions serve no productive purpose. 

 

The impact of transaction spam attacks is multifaceted. Network congestion leads to slower confirmation times, making 

the blockchain less efficient for everyday use. Higher gas fees become a direct consequence as users bid up transaction 

costs to prioritize their transactions. Over time, this degrades the user experience, discouraging adoption and 

undermining trust in the network's reliability. Left unchecked, such attacks could render a blockchain practically 

unusable, highlighting the need for robust mitigation strategies like dynamic fee adjustments or smart contract-based 

filtering mechanisms. 

 

Storage pollution attacks, also known as state bloat attacks, occur when malicious actors deliberately flood a blockchain 

network with meaningless or redundant data to artificially inflate its storage requirements. Attackers exploit low-cost 

storage operations, such as Ethereum's SSTORE function, to upload junk data like fake NFTs, empty smart contracts, or 

repetitive information. This artificial inflation of the blockchain's state size creates unnecessary bloat, as every 

participating node must store and process this worthless data in perpetuity to maintain network consensus. 

 

A prominent example of this vulnerability was demonstrated through Ethereum's state trie mechanism, where attackers 

could store large amounts of irrelevant data at minimal cost by exploiting the gas pricing of SSTORE operations. While 

Ethereum's gas fees generally deter excessive storage usage, periods of low gas prices or specific contract vulnerabilities 

can make such attacks economically viable. The resulting state bloat forces all nodes to dedicate increasing amounts of 

storage to maintaining the blockchain's history, creating long-term scalability challenges. 

 

The consequences of storage pollution attacks are severe and far-reaching. Increased node storage costs create financial 

barriers to running full nodes, potentially leading to greater centralization as only well-funded participants can afford the 

hardware requirements. Slower synchronization times occur when new nodes must download and verify the bloated 

state history, hampering network participation and recovery. Most critically, reduced scalability emerges as the growing 

state size makes processing and propagating blocks more resource-intensive. These attacks fundamentally threaten the 

decentralized nature of blockchain systems by making them more expensive and inefficient to operate, underscoring the 

need for solutions like storage rent mechanisms or periodic state pruning. 

 

Mempool poisoning represents a sophisticated attack vector where malicious actors exploit transaction prioritization 

mechanisms in blockchain networks. By broadcasting transactions that appear legitimate - complete with attractive fee 

rates - but contain fundamentally invalid or unspendable payloads, attackers deceive nodes into giving these transactions 

priority processing. This manipulation of the mempool's natural transaction sorting algorithms creates a scenario where 

nodes dedicate computational resources to verifying and temporarily storing transactions that will ultimately fail 

validation. The attack leverages the inherent design of most blockchain systems where transactions enter the mempool 

before full validation occurs. 

 

A concrete manifestation of this attack occurred in the Bitcoin network, where bots systematically flooded the mempool 

with transactions containing unspendable outputs. These transactions, while appearing valid at first glance, included 

scriptPubKey constructions that made the outputs impossible to redeem. Because Bitcoin nodes initially evaluate 

transactions based on fee rates before full validation, the network experienced significant mempool congestion. The 2015 

incident where over 80,000 such transactions flooded the network demonstrated how even temporary mempool poisoning 

could disrupt normal operations. 

 

The ramifications of successful mempool poisoning attacks are particularly insidious. Wasted node resources occur as 

CPU cycles and memory are consumed processing invalid transactions, reducing the network's capacity to handle 

legitimate activity. Delayed transaction processing emerges as valid transactions get stuck behind numerous invalid 

ones in the mempool queue, creating artificial backlogs. Perhaps most dangerously, such attacks can be used as a 

smokescreen for more malicious activities, including double-spend attempts or denial-of-service attacks against specific 

services. These impacts highlight the need for improved mempool filtering mechanisms and more sophisticated 

transaction validation protocols in blockchain node software. 
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Fake data injection attacks target the critical bridge between blockchain networks and external data sources, undermining 

the reliability of decentralized applications (DApps) that depend on accurate off-chain information. Malicious actors 

deliberately corrupt decentralized storage systems like IPFS or manipulate oracle networks by submitting fraudulent data 

- such as tampered price feeds, fake sensor readings, or spoofed identity credentials. These attacks exploit the inherent 

challenge of verifying real-world data in trustless environments, where decentralized systems must rely on external inputs 

for smart contract execution. The vulnerability is particularly acute in systems where data submission lacks robust 

validation mechanisms or sufficient decentralization among oracle nodes. 

 

A prominent example of this attack vector manifested in the 2020 exploitation of multiple DeFi protocols through 

manipulated oracle price feeds. Attackers artificially inflated or deflated asset prices by injecting false market data, 

enabling them to trigger unjustified liquidations or execute profitable arbitrage at the expense of legitimate users. The 

bZx protocol suffered two such attacks within a week, losing nearly $1 million combined, when attackers manipulated 

price oracles to create artificial trading conditions. Similarly, storage-based attacks have targeted IPFS-hosted NFT 

metadata, where attackers replaced authentic content with counterfeit or malicious files after minting. 

 

The consequences of successful fake data injection attacks ripple across entire ecosystems. Loss of trust in off-chain 

data sources erodes confidence in oracle networks and decentralized storage solutions, potentially stalling adoption of 

hybrid blockchain applications. Financial exploits in DeFi protocols can lead to direct monetary losses through 

manipulated markets, improper liquidations, or skewed algorithmic decisions. Perhaps most damaging is the systemic 

risk introduced when multiple protocols rely on the same compromised data source, creating cascading failures across 

interconnected DApps. These attacks underscore the critical need for robust data verification frameworks, decentralized 

oracle designs with multiple attestation layers, and cryptographic proofs of data authenticity in blockchain systems that 

interface with external information sources. 

 

Consensus disruption attacks represent a fundamental threat to blockchain integrity, where malicious participants 

deliberately interfere with the agreement mechanism that underpins decentralized networks. These attacks involve 

validators or miners submitting contradictory blocks, double-voting, or propagating invalid consensus messages to 

prevent the network from reaching finality. In proof-of-stake (PoS) systems, this might manifest as validators voting for 

multiple competing blocks during the same slot ("equivocation"), while in proof-of-work (PoW) networks, miners might 

intentionally create blocks that violate protocol rules. The attacks exploit the natural latency in distributed systems and 

the economic incentives behind different consensus models to create artificial disagreement among network participants. 

 

A classic example is the "nothing-at-stake" problem in early PoS implementations, where validators had no disincentive 

against voting for multiple blockchain histories simultaneously. In 2014, the Ethereum community identified this 

vulnerability during its early PoS research, recognizing that validators could profitably support conflicting chains without 

risking their stake. Similarly, the "Uncle Bandit" attack demonstrated how miners in Ethereum's PoW system could 

strategically withhold blocks to manipulate rewards. More recently, the Solana network experienced repeated consensus 

stalls in 2022 due to validators being overwhelmed by spam transactions, highlighting how even indirect interference can 

disrupt consensus mechanisms. 

 

The impacts of successful consensus disruption are severe and multifaceted. Network forks occur when participants 

cannot agree on the canonical chain, potentially leading to double-spending opportunities and transaction 

reversals. Reduced throughput results as the network spends resources resolving conflicts rather than processing valid 

transactions. Validator penalties in properly designed PoS systems may slash malicious actors' stakes, but not before 

causing temporary instability. Most critically, such attacks undermine the foundational promise of blockchain - a single 

source of truth - by creating uncertainty about which chain represents valid transactions. These vulnerabilities have driven 

innovations like finality gadgets (e.g., Ethereum's Casper FFG), slashing conditions, and weighted voting schemes to 

protect consensus integrity against both malicious actors and accidental network partitions. 

 

Gas exhaustion attacks represent a sophisticated form of denial-of-service (DoS) targeting that exploits Ethereum's gas 

accounting mechanism to cripple smart contract functionality. These attacks occur when malicious actors deliberately 

trigger computationally expensive operations or infinite loops within vulnerable contracts, strategically consuming all 

allocated gas before meaningful work can be completed. By carefully crafting transactions that maximize gas 

consumption while staying within block gas limits, attackers can render contracts temporarily inoperable without 

violating any protocol rules. The attack surface emerges from the inherent tension between Turing-completeness and 

predictable resource allocation in Ethereum's execution environment. 
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The most notorious manifestation occurred during the 2016 Shanghai DoS attack on Ethereum, where attackers exploited 

unexpectedly high gas costs for specific EVM opcodes like EXTCODESIZE and BALANCE. By repeatedly calling these 

operations through vulnerable contracts, they created transactions that appeared valid but consumed disproportionate 

resources. The attack exposed critical vulnerabilities in Ethereum's gas pricing model, forcing the network to implement 

emergency hard forks (EIP-150) to reprice these operations. Similar vulnerabilities have surfaced in other contexts, such 

as recursive call attacks that exploit uncontrolled reentrancy to exhaust gas limits through deep call stacks. 

 

The consequences of successful gas exhaustion attacks extend beyond temporary service disruptions. Contract 

failures occur when legitimate transactions cannot complete due to artificially inflated gas requirements, breaking critical 

application logic. Wasted computational resources burden the entire network as nodes process intentionally inefficient 

operations. Most significantly, these attacks can destabilize economic models by making contract interactions 

unpredictably expensive, undermining confidence in smart contract reliability. These threats have driven important 

innovations in gas metering, including dynamic gas pricing updates and improved static analysis tools to detect gas-

intensive patterns during contract development. Modern best practices now emphasize gas-efficient coding patterns, strict 

loop limits, and comprehensive gas cost analysis as essential components of secure smart contract design. 

 

P2P network pollution attacks target the fundamental communication layer of blockchain systems, where malicious actors 

flood the network with fake connection requests or corrupted messages to disrupt normal propagation of blocks and 

transactions. These attacks exploit the decentralized and trustless nature of blockchain P2P networks by overwhelming 

nodes with superfluous data or strategically isolating specific participants. Attackers typically create sybil nodes—

multiple fake identities—to establish disproportionate influence over the network topology, or bombard nodes with 

invalid messages that must be processed and discarded. The effectiveness of these attacks stems from the inherent tradeoff 

in P2P systems between open participation and vulnerability to abuse. 

 

A well-documented example is the Eclipse attack, first demonstrated against Bitcoin in 2015, where an attacker 

monopolizes all incoming and outgoing connections of a target node. By flooding the node with connection requests from 

malicious IP addresses and exploiting Bitcoin's deterministic peer selection algorithm, attackers can effectively isolate 

the victim from the honest network. More sophisticated variants like the "Lie Attack" involve propagating contradictory 

information to different network segments, creating inconsistent views of the blockchain state. Ethereum's DevP2P 

protocol has similarly faced challenges with resource exhaustion attacks, where nodes are bombarded with meaningless 

RLPx messages that consume processing power. 

 

The consequences of P2P network pollution are particularly severe because they undermine the very foundation of 

blockchain decentralization. Network partitioning can occur when large segments of nodes become isolated, potentially 

leading to temporary chain splits or inconsistent transaction visibility. Reduced node connectivity increases latency in 

block propagation, heightening the risk of stale blocks and selfish mining opportunities. At scale, these attacks 

may centralize the network as only well-resourced nodes with robust networking capabilities can maintain reliable 

participation. Countermeasures have evolved to include more randomized peer selection algorithms, connection rate 

limiting, and peer reputation systems—yet the arms race continues as attackers develop new ways to exploit P2P network 

dynamics. These vulnerabilities highlight the often-overlooked importance of network-layer security in maintaining the 

health of decentralized blockchain ecosystems. 

 

III. MITIGATION METHODS 

 

Transaction spam attacks threaten blockchain scalability by flooding networks with low-value or invalid transactions, 

congesting mempools and driving up fees. Traditional solutions like dynamic fee adjustments or rate limiting are reactive 

and often insufficient against sophisticated spam campaigns. ZK-Rollup-Based Mempool Filtering introduces a 

proactive approach by shifting initial transaction validation to an off-chain layer. In this model, a decentralized sequencer 

(or a network of sequencers) collects raw transactions, processes them off-chain, and generates a succinct zero-

knowledge proof (ZKP) attesting to their validity. Only batches with valid proofs are submitted to the main chain, 

ensuring that spam transactions are filtered out before they ever reach the base layer’s mempool. 

 

This approach leverages the cryptographic security of ZK-Rollups while addressing their typical use case—scaling 

payments—to instead preemptively mitigate spam. The sequencer performs checks such as signature validation, nonce 

correctness, and gas affordability off-chain, bundling only legitimate transactions into a single compressed proof. Since 

ZKPs are computationally expensive to generate but cheap to verify on-chain, this method maintains decentralization 

without imposing high costs on nodes. Moreover, sequencers can be economically incentivized (or penalized) to ensure 

honest behavior, creating a self-regulating system where spam attempts become unprofitable. 
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The benefits of this solution are threefold: First, it drastically reduces on-chain congestion by eliminating spam at the 

rollup layer. Second, it preserves decentralization since the sequencer’s work is verifiable via ZKPs, preventing any 

single entity from censoring valid transactions. Third, it enhances user experience by stabilizing gas fees and 

confirmation times. Potential challenges include sequencer centralization risks and the need for efficient ZKP generation, 

but these can be mitigated through decentralized sequencer networks and advancements in proof systems 

like zkSNARKs or zkSTARKs. By integrating ZK-Rollups as a spam-filtering layer, blockchains can achieve both 

scalability and robustness against transaction flooding attacks. 

 

 
 

Storage pollution attacks, where malicious actors flood a blockchain with junk data to inflate its state size, pose a 

significant threat to network scalability and node participation. The Dynamic Storage Bonds with Time-Decaying 

Refunds mechanism introduces an economic solution to this problem by requiring users to lock a bond proportional to 

the amount of data they wish to store. Unlike static storage fees, this bond is designed to decay over time, creating a 

financial incentive for users to only store data that provides long-term value. The bond amount is calculated based on 

both the size of the data and its intended storage duration, ensuring that those who need temporary storage pay less than 

those claiming permanent space. 

 

The system incorporates a decentralized voting mechanism to assess the ongoing utility of stored data. After a 

predefined period, network participants (e.g., validators or token holders) can vote on whether specific data remains 

useful to the ecosystem. If the data is deemed valuable, the original submitter receives a partial refund of their bond, with 

the amount decreasing over time according to a transparent decay function. This creates a self-regulating market for 

blockchain storage, where users are financially motivated to curate high-quality data while spam becomes economically 

unsustainable. The voting process itself can be designed with sybil-resistance in mind, using token-weighted or 

reputation-based systems to prevent manipulation. 
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Mempool poisoning attacks, where malicious actors flood the network with invalid or high-fee transactions to disrupt 

operations, pose a significant threat to blockchain efficiency. Traditional mitigation methods rely on static rules, such as 

fee thresholds or rate limits, which attackers can easily circumvent. AI-Powered Mempool Anomaly 

Detection introduces a dynamic solution by leveraging lightweight machine learning models deployed via oracles to 

analyze transaction patterns in real time. These models continuously monitor the mempool for suspicious activity, such 

as sudden fee spikes, repetitive invalid payloads, or abnormal transaction bursts, enabling proactive filtering of malicious 

transactions before they congest the network. 

 

The system works by training models on historical mempool data to recognize legitimate transaction behavior, allowing 

it to flag deviations indicative of poisoning attempts. For instance, AI can detect coordinated attacks where multiple 

transactions share similar invalid signatures or exploit newly discovered vulnerabilities. By operating through 

decentralized oracles, the solution maintains blockchain's trustless nature while providing adaptive security. The models 

are designed to be computationally efficient, ensuring they don't introduce significant overhead to node operations. Over 

time, the system learns from emerging attack patterns, becoming more robust against evolving threats without requiring 

manual updates. 

 

This approach offers three key advantages: First, it provides real-time adaptability, unlike static rules that become 

obsolete as attackers change tactics. Second, it reduces false positives by distinguishing between legitimate traffic surges 

and malicious activity. Third, it preserves decentralization by distributing detection across oracle nodes rather than 

relying on centralized authorities. Potential challenges include model training costs and ensuring oracle security, but 

these can be mitigated through techniques like federated learning and cryptographic attestations. By integrating AI-driven 

detection, blockchains can maintain healthier mempools while staying resilient against poisoning attacks. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

Fake data injection attacks threaten blockchain systems that rely on oracles for external information, enabling malicious 

actors to manipulate prices, sensor readings, or other critical inputs. Traditional oracle designs often suffer from 

centralization risks or rely on a small number of attestations, creating single points of failure. Decentralized Proof-of-

Authenticity (PoA) addresses this by requiring oracles to submit cryptographic attestations from a diverse set of 

independent validators using threshold signature schemes (TSS). Validators independently verify data from primary 

sources (e.g., APIs, sensors) and only produce a valid attestation if their checks pass. The system aggregates these 

attestations and accepts data only when a supermajority (e.g., ⅔ or ¾) of validators agree, ensuring robust consensus 

before data reaches the blockchain. 
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This approach leverages multi-party computation (MPC) and cryptographic techniques to prevent manipulation. Each 

validator signs the data with their private key, and the TSS scheme combines these signatures into a single proof that can 

be verified on-chain without revealing individual validator identities. This preserves privacy while maintaining 

accountability. For example, a DeFi price feed would require attestations from geographically distributed nodes running 

independent data fetches, making it exponentially harder for attackers to corrupt the majority. The system can also 

implement slashing mechanisms to penalize validators who submit inconsistent or provably false data, further 

disincentivizing malicious behavior. 

 

Three key advantages make PoA superior: First, it eliminates single points of failure by decentralizing trust across 

multiple validators. Second, threshold cryptography ensures data integrity even if some validators are 

compromised. Third, the system remains permissionless—anyone can join as a validator with proper stake, avoiding 

centralized gatekeepers. Challenges include coordinating validator selection and managing TSS overhead, but 

optimizations like BLS signatures can reduce computational costs. By combining decentralized validation with 

cryptographic proofs, PoA creates a tamper-resistant pipeline for oracle data, critical for DeFi, insurance, and IoT 

applications. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Consensus disruption attacks, such as validators equivocating or maliciously delaying block proposals, threaten 

blockchain integrity by undermining network agreement. Traditional slashing mechanisms often employ fixed penalties 

that fail to distinguish between accidental faults and coordinated attacks, leading to either excessive punishment or 

inadequate deterrence. Adaptive Slashing with Machine Learning introduces a smarter approach by continuously 

analyzing validator behavior patterns—including voting history, message timing, and block production consistency—

using trained ML models. These models detect subtle anomalies indicative of attacks (e.g., sudden changes in voting 

patterns or coordinated silence) and dynamically adjust penalties based on attack severity. For example, a validator 

accidentally double-signing might receive a minor stake reduction, while a systematic equivocation attempt triggers near-

total slashing and temporary banning. This precision discourages sophisticated attacks that might evade static rules while 

maintaining fairness for honest mistakes. 

 

The system’s strength lies in its self-learning capability and proportional response. By training on historical attack 

data and legitimate operations, the ML model improves its detection accuracy over time, identifying novel attack vectors 

without manual updates. The dynamic penalty curve—where slashing severity scales with the confidence score of 

malicious intent—creates a powerful disincentive against probing attacks. Additionally, the model can incorporate 

contextual data (e.g., network latency or validator reputation) to reduce false positives. Challenges include ensuring 

model transparency (via explainable AI techniques) and minimizing computational overhead, but solutions like off-chain 

analysis with on-chain enforcement can balance efficiency with security. This approach not only preserves 

decentralization but also elevates protocol resilience against evolving consensus-layer threats, from simple double-voting 

to complex timing-based manipulations. 
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Smart contract gas exhaustion attacks exploit vulnerabilities in contract logic to drain network resources, often through 

infinite loops or excessively expensive operations. Traditional approaches rely on fixed gas limits, which can either be 

too restrictive for legitimate contracts or insufficient to prevent sophisticated attacks. Gas Cost Prediction via Static 

Analysis + Runtime Checks introduces a two-layered defense: Before deployment, contracts undergo automated static 

analysis to model worst-case gas consumption, flagging potentially dangerous patterns like unbounded loops or recursive 

calls. This pre-deployment screening acts as a first line of defense, ensuring contracts adhere to predictable gas usage 

patterns before they ever reach the blockchain. 

 

During execution, nodes supplement this with dynamic runtime checks that monitor gas consumption in real-time. If a 

contract’s gas usage deviates significantly from its predicted model—such as a loop iterating beyond expected bounds—

the node can impose temporary gas caps or halt execution. This runtime layer catches edge cases that static analysis might 

miss, such as logic triggered by unpredictable inputs. Importantly, the system maintains backward compatibility by only 

intervening when behavior clearly matches known attack patterns, allowing legitimate contracts to operate unchanged. 

For example, a DEX contract with predictable swap calculations would run unimpeded, while a malicious contract 

attempting to exploit a gas-guzzling fallback function would be throttled. 

 

Three key advantages make this approach effective: First, it combines preemptive and reactive measures for 

comprehensive coverage. Second, it avoids the "false positive" problem of purely static analysis by allowing runtime 

context to inform decisions. Third, it preserves decentralization—nodes independently verify gas usage without relying 

on centralized authorities. Challenges include optimizing static analysis for complex contracts and minimizing runtime 

overhead, but techniques like symbolic execution and just-in-time gas metering can streamline the process. By 

proactively identifying and containing gas-based attacks, this dual-layer system ensures blockchain resources remain 

available for legitimate operations while maintaining the flexibility that makes smart contracts powerful. 

 

The gas exhaustion mitigation system’s primary strength lies in its two-tiered defense strategy, combining preemptive 

static analysis with dynamic runtime checks. Before deployment, smart contracts undergo rigorous symbolic execution 

to model worst-case gas consumption, identifying vulnerabilities like unbounded loops or recursive calls. This pre-

screening prevents obviously dangerous contracts from ever reaching the blockchain. During execution, nodes 

supplement this with real-time monitoring that compares actual gas usage against predicted profiles, enabling immediate 

intervention when deviations occur. This dual approach ensures protection against both known attack patterns (caught 

during static analysis) and zero-day exploits (detected via runtime anomalies), providing more complete coverage than 

single-layer solutions. 

 

Unlike purely static systems that often generate false positives, this solution leverages runtime context to make accurate 

decisions. The static analysis phase establishes baseline expectations, while the runtime layer accounts for real-world 

variables like input data and network conditions. For example, a loop that appears dangerous in abstract analysis might 
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be proven safe when executed with legitimate parameters. This adaptability is achieved through lightweight machine 

learning models that track normal contract behavior patterns, reducing unnecessary interruptions to legitimate operations. 

The system only triggers enforcement (like gas capping) when usage exceeds both static predictions and dynamic 

tolerance thresholds, minimizing false alarms that could disrupt valid transactions. 

 

The system preserves blockchain’s core decentralization by distributing verification across all network nodes. Each 

participant independently runs both the static validation (during contract deployment) and runtime checks (during 

execution), eliminating reliance on centralized authorities. Node operators use shared algorithms but apply them 

autonomously, ensuring no single entity controls gas policy. While challenges like analysis overhead exist—particularly 

for complex contracts with numerous execution paths—optimizations like just-in-time gas metering (which delays 

heavy computations until absolutely needed) help maintain performance. This balance of security and efficiency allows 

the network to repel gas-based attacks while keeping the door open for innovative contract designs, protecting ecosystem 

resources without sacrificing the flexibility that makes smart contracts revolutionary. 

 

 
 

The decentralized IP reputation system counters P2P network pollution by implementing a dynamic scoring mechanism 

where nodes gain/lose reputation based on observed behavior metrics: message validity (checked against consensus 

rules), uptime consistency, and peer attestations. Each node maintains a local Web of Trust (WoT) graph where edges 

represent validated interactions, and reputation scores propagate through the network via gossip protocol. High-

reputation nodes receive priority in peer selection, while suspicious peers are probabilistically isolated. This creates 

organic protection layers without centralized authorities. 
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The system imposes asymmetric costs on attackers by requiring new peers to: (1) stake tokens to register identities, (2) 

gradually build reputation through sustained legitimate activity, and (3) obtain attestations from existing trusted nodes. 

A sybil attacker would need to maintain numerous well-behaving fake nodes over time—burning resources for minimal 

network influence. The WoT graph's eigenvector centrality calculation ensures reputation reflects network-wide 

consensus rather than self-reported claims. Nodes caught sending invalid messages face slashing penalties and reputation 

decay. 

 

Three key benefits emerge: Fault tolerance (the WoT graph self-heals as peers update scores), adaptability (reputation 

algorithms can evolve via governance), and compatibility (works with existing P2P protocols like libp2p). Challenges 

include preventing reputation monopolies by early nodes and minimizing gossip overhead—solved through time-

weighted scoring and epoch-based reputation recalculations. The system is being tested in Ethereum's portal network to 

defend against eclipse attacks targeting light clients. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

IV. COMPARISION 

 

P2P Network Pollution vs. IP Reputation System 

P2P network pollution attacks exploit the fundamental openness of decentralized networks by flooding them with 

malicious peers or corrupted messages. Attackers typically employ Sybil attacks to create numerous fake identities 

(nodes) that appear legitimate but are controlled by a single entity, or Eclipse attacks to isolate target nodes by 

monopolizing their connections. These attacks degrade network performance through three primary mechanisms: 

(1) Resource exhaustion from processing invalid messages, (2) Topology distortion that disrupts efficient message 

propagation, and (3) Consensus poisoning where malicious peers feed conflicting data. The absence of centralized 

authority in P2P networks makes traditional IP blacklisting ineffective, as attackers can trivially regenerate identities. 

Theoretical models show that even a 20% concentration of malicious peers can increase message latency by 300-500% 

and reduce successful block propagation rates by over 40%, creating systemic risks for light clients and consensus 

stability. 
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Web of Trust (WoT) vs Eclipse Attack Resistance vs Bootstrapping Trust  

 

The Web of Trust (WoT), eclipse resistance, and bootstrapping form a layered defense system for decentralized networks. 

WoT serves as the foundational layer, dynamically mapping peer reputations through graph-based propagation of trust 

signals. Eclipse resistance operates as the application layer, leveraging WoT's reputation scores to actively filter 

malicious connection attempts—prioritizing peers with proven reliability. Bootstrapping functions as the initialization 

layer, providing the critical "trust anchors" needed to seed the WoT graph before organic trust relationships emerge. This 

hierarchy mirrors PKI infrastructure: bootstrapping acts like certificate authorities (temporary centralization), WoT 

resembles the trust graph in PGP (decentralized validation), and eclipse resistance functions like TLS handshake filtering 

(runtime enforcement). The system's strength derives from their phased interaction: bootstrapping enables WoT, which 

enables eclipse resistance, creating a feedback loop where attack resistance improves as the WoT matures. 

 

Early-stage networks face a paradox: bootstrapping's centralized seeds contradict decentralization goals, yet WoT cannot 

function without initial trust data. Projects like Ethereum's Discv5 address this through phased decentralization—

hardcoded bootstrap nodes are gradually replaced by WoT-derived connections as reputation data accumulates. However, 

false positives in eclipse resistance (overzealous peer rejection) can fragment the network if WoT scoring lacks nuance. 

Advanced implementations now combine these mechanisms with stake-weighted reputation, where financial stakes 

amplify peer trust signals during the bootstrapping phase. This hybrid approach reduces initial centralization risks while 

maintaining Sybil resistance, though it introduces new complexities in stake slashing mechanics. Ultimately, the triad 

represents a necessary compromise—accepting temporary centralization to bootstrap systems that achieve long-term, 

attack-resistant decentralization. 
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The two bar charts compare three trust mechanisms—Web of Trust (WoT), Eclipse Resistance, and Bootstrapping—in 

terms of their system resource overhead and attack prevention effectiveness. 

 

The first chart, System Resource Overhead, shows that WoT (70%) requires the most computational resources due to 

its decentralized reputation graph, which continuously tracks and updates trust relationships. Eclipse Resistance 

(30%) is less demanding because it relies on real-time filtering of malicious connections rather than maintaining a full 

trust network. Bootstrapping (20%) is the lightest, as it only handles initial trust anchor setup, making it efficient but 

limited in scope. 

 

The second chart, Attack Prevention Effectiveness, highlights how well each mechanism counters specific 

threats. WoT (90%) excels against Sybil attacks by verifying identities through peer trust. Eclipse Resistance (95%) is 

nearly perfect at preventing eclipse attacks, as it actively blocks malicious nodes from isolating honest 

ones. Bootstrapping (40%) is the weakest in this category, as its reliance on pre-approved nodes makes it vulnerable 

during the initial network phase. 

 

Together, these charts demonstrate that WoT provides robust long-term security but at a higher cost, Eclipse 

Resistance offers real-time protection with moderate overhead, and Bootstrapping is lightweight but least secure. 

The trade-offs suggest that combining these mechanisms—using Bootstrapping to start, WoT to establish trust, and 

Eclipse Resistance to defend against attacks—may be the optimal approach for a secure decentralized system. 

 

V. CONCLUSION 

 

The comparison of Web of Trust (WoT), Eclipse Resistance, and Bootstrapping highlights the trade-offs between 

security, decentralization, and resource efficiency in trust-based systems. WoT excels in long-term reputation 

management but incurs high computational costs, while Eclipse Resistance provides robust real-time attack prevention 

with moderate overhead. Bootstrapping, though lightweight, is the least secure due to its reliance on initial trust anchors. 

The findings suggest that a hybrid approach—combining Bootstrapping for initialization, WoT for reputation, and 

Eclipse Resistance for active defense—could offer a balanced solution for decentralized networks. 

 

VI.     FUTURE ENHANCEMENT 

 

To improve these mechanisms, future research could explore machine learning-based trust scoring to enhance WoT’s 

efficiency and reduce its computational burden. Additionally, dynamic Eclipse Resistance algorithms that adapt to 

evolving attack vectors could further strengthen real-time security. Another promising direction is decentralized identity 

verification (e.g., blockchain-based attestations) to make Bootstrapping more resilient against initial-phase attacks. 
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